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Abstract

Current IoT communication node spacing selection process show may potential areas for improvements such as high delay ratio,
high total energy consumption ratio, confusion of the optimal communication information band, intelligent spacing node design
under the constraints of the energy-saving selection of [oT communication. Based on energy-saving constraints, the link status
between nodes is evaluated through link stability and link quality. In order to prevent the generation of serious noisy nodes and
frequency hopping data, the interference nodes under the intrusion of the Internet of Things are identified by determining
transition amplitude of the noise nodes in the transmission data sequence. Finally, according to the calculation results of the
optimal communication node selection, the design of the intelligent spacing selection model for the communication nodes of the
Internet of Things is realized. The simulation results show that the established model not only reduces energy consumption of
nodes, shortens the average transmission delay of nodes, but also improves anti-interference effect of node spacing selection.

Keywords Internet of Things - Communication nodes - Energy-saving constraints - Spacing selection - Link state evaluation -

Interference nodes

1 Introduction

With the popularity of Internet of Things applications, the
indicators that need to be considered for network deployment
optimization often include node coverage quality, number of
network nodes, node perception range, network operating cy-
cle, etc., and with the diversification of Internet of Things
applications, in various applications in the field, the Internet
of Things also plays an important role. Its main branch, wire-
less sensor network, is scattered and deployed at application
demand locations through various sensors [1]. For example,
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the deployment and optimization of sensing nodes for the
manufacturing Internet of Things enables enterprises to com-
plete the effective coverage of the entire manufacturing pro-
cess with limited cost investment, and achieve complete data
sampling of the entire manufacturing process [2]. For the
monitoring of various industries, agriculture and even harsh
environments, wireless sensor network products can break
through the traditional monitoring methods. While satisfying
the flexibility, reliability and safety, it can reduce the cost for
various environmental monitoring applications, and at the
same time process of traditional monitoring is reduced, and
it facilitates the acquisition of random data research [3]. At the
same time, the efficient deployment strategy of sensing nodes
has self-organization, fault tolerance, and dynamic adaptive
adjustment capabilities under conditions of industrial and oth-
er manufacturing complex physical environments, thereby en-
suring stability and reliability of data collection. Therefore, a
good node deployment and node scheduling strategy has an
important impact on network performance and network sur-
vivability [4].

In the Internet of Things, communication method uses cer-
tain data nodes for effective transmission. The optimal data
node in communication process represents the completeness
of communication, but the Internet of Things was often invad-
ed, resulting in serious noise nodes, serial frequency nodes
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and frequency hopping node. In the selection of nodes, current
methods can not completely and effectively remove interfer-
ence nodes, so it is impossible to calculate the optimal com-
munication nodes in cluttered nodes, and the effective selec-
tion of node spacing cannot be realized. Therefore, it is nec-
essary to study selection method of communication node
spacing in the Internet of Things [5, 6].

Reference [7] presents a model that in order to enhance
communication quality after the fiber laser network is invad-
ed. A method for selecting the optimal communication node
based on improved Voronoi diagram is proposed, which uses
the weighted Voronoi diagram method to obtain the optimal
communication node position. The basic modeling principle
of Voronoi diagram is analyzed, and the positioning model
based on weighted Voronoi diagram is formed. The RSSI
values collected by the unknown nodes in the fiber laser net-
work are arranged in descending order, and the corresponding
values are given by the node weight assignment. The weight-
ed Voronoi diagram of each reference node is calculated
through the node multi hop information. The weighted
Voronoi diagram positioning algorithm is used to calculate
the weighted area of the reference node and intersection of
the weighted Voronoi diagram. The centroid of the intersec-
tion is optimal communication node. The experimental results
show that positioning efficiency and anti noise performance of
this method are high, which can improve communication ef-
ficiency of fiber laser network, but the optimal communication
information wave domain is unstable, which affects stability
of selection of communication nodes in the Internet of Things.
Reference [8] proposed a distance aware clustering strategy in
cellular IoT based on energy acquisition. By analyzing the IoT
with stable energy acquisition sources and considering coop-
eration between energy and communication, a distance aware
clustering strategy is proposed to balance the imbalance be-
tween node acquisition and energy consumption in the
Internet of Things. According to the cluster head selection
mechanism, the nodes are divided into cluster head node and
cluster member node. The cluster head communicates with the
base station directly, and the members send the service to the
cluster head of the cluster, and then the cluster head forwards
it to the base station. The results show that under the constraint
of total energy consumption, the proposed method can reduce
communication interruption by at least 50%, but the problem
of service delay ratio is not effectively solved. In addition to
the above methods, some researchers have proposed an ant
colony optimization based service node selection algorithm
for content centric networks. Content Centric Network
(CCN) is a novel network architecture for content distribution
through name based addressing and routing. Ant colony opti-
mization is a heuristic algorithm, which can find the optimal
solution by sending probe ants. By modeling the CCN service
node selection problem, the distributed service node selection
is realized. The simulation results show that the algorithm can

significantly improve the routing performance and reduce the
cache on CCN nodes, but the total energy consumption of the
algorithm is large, and the practical application is not strong.

Aiming at the problems existing in methods, under the
constraints of energy conservation, an intelligent spacing se-
lection model for IoT communication nodes is designed.
Select intelligent distance of loT communication nodes under
energy-saving constraints to reduce the overall energy con-
sumption of node selection. Consider relation between link
maintenance time and transmission delay, evaluate the stabil-
ity and quality of the links between nodes, and evaluate the
Internet of Things. According to the results of the state eval-
uation of the links between nodes, the transfer characteristic
model of the communication nodes is constructed. This model
is used to confirm frequency hopping signal and time se-
quence of the intrusion of the Internet of Things, realize the
marking of the interference node, and reduce the influence of
confusion of information frequency band on the selection of
node spacing. Finally, establish model assumptions and de-
sign the optimal intelligent distance selection model.

2 Communication node selection method
under energy conservation constraints

Study the method of selecting IoT communication nodes un-
der energy-saving constraints. First, fully consider the link
status and link quality, and construct energy-saving con-
straints targeting low power consumption, high throughput
and high reliability IoT communications, and link stability
Performance evaluation and link quality evaluation mark the
interference node under the intrusion of the Internet of Things,
set the coordinate parameters of the communication node,
determine the communication node according to the effective-
ness of the node load capacity, perform energy balance pro-
cessing on the known effective area node, and finally in each
communication area Calculate the original set and use the data
transmission characteristics to select the optimal communica-
tion node.

2.1 Energy-saving constraints

Based on communication characteristics of the Internet of
things, in order to solve problems such as disappearance of
communication nodes and imbalance of communication
among nodes in the network, and to achieve the goal of build-
ing a model with low power consumption, high throughput
and high reliability, energy-saving constraints are proposed.
General constraints can increase the average life of intelligent
nodes in Internet of Things communication system, but the
effect of energy-saving technology is limited [9, 10].
Therefore, in order to ensure that energy consumption of in-
telligent node due to data forwarding and transmission is
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lower than a certain energy consumption threshold, the re-
maining nodes are used to ensure that intelligent node can
maintain normal operation in its design life cycle, and
energy-saving constraints are proposed.

When selecting the next hop forwarding node, the link quality
and link stability between one hop nodes are considered, which
will increase the number of hops and easily lead to the problem
of local maximization. Therefore, when selecting the next hop
forwarding node, the effective node density is taken into account
to avoid the above-mentioned problem [11]. When selecting the
next hop node, fully considering the link state and link quality
can not only effectively improve the packet delivery rate, but also
greatly reduce the packet transmission delay time.

2.2 Link state evaluation between nodes

Traditional methods are difficult to find a reliable distance
from the source node to the destination node. In order to en-
sure reliability of the distance from the source node to the
destination node, the reliability of the link between each hop
node must be guaranteed. Link state index is used to evaluate
the link state between nodes. Link state is evaluated by link
stability and transmission quality.

2.2.1 Link stability evaluation

The change of topology is often caused by the change of speed
and direction, which seriously affects stability of the link [12].
In this paper, the change of relative displacement is used to
measure stability of the link between nodes. The distance be-
tween nodes is obtained by the following formula:

d = Ji1(I-h) (1)

where, [ is the sending node; 4 is the neighbor node.
According to formula (1), the relative displacement between
nodes is obtained:

n

I=J, ; (1;-h)) (2)

where, J; is the distance between the sending node and the
neighbor node at the moment ¢. By evaluating relative dis-
placement change value between nodes, the stable state of
the link can be obtained. The smaller the change value, the
more stable the link.

2.2.2 Link quality assessment

Since the data packet sent by the sending node is much larger
than the target data packet, a model based on video transmis-
sion is given, and the error rate of the node receiving packet is
used to evaluate the link quality between nodes [13]. The
energy of the signal is:
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where, 7); is the received energy; 7),, is the transmitted energy; €
is the transmission signal wavelength; 7 is the path attenuation
factor. According to the acquired signal energy, we calculate
the signal-to-noise ratio of the received signal:

X,
LSNR — En X l)(—y) (4)

Pl)20)
where, p(x) is all the energy received; p(y) is the energy con-
taining noise.

Due to the link topology changes caused by the node speed
and direction, it is easy to break the link when sending a
packet, so it is very important to calculate reliable mainte-
nance time of one hop link [14]. When the sending node
receives a hello packet from a neighbor node, the link main-
tenance time between the sending node and the node is
calculated:

T =3 vy, (% x;) (5)

where, v; is the node sending speed; v; is the speed of the node
sending data packets. Then the end-to-end delay when send-
ing a data packet is:

Tdelay — WkT (6)

where, Wj is the data packet transmission delay. When 7z,
> T, the communication link is extremely fragile and the link
is unreliable. Therefore, considering the relation between the
link maintenance time and the transmission delay, the link
state between nodes can be judged.

2.3 Interfering nodes under the intrusion of the
Internet of Things

Under the intrusion of the Internet of Things, it will cause the
tampering of the original Internet of Things communication
structure. The tampered Internet of Things will generate new
transmission frequencies in the transmission channel,
resulting in serious noise nodes and frequency hopping data
[15]. Therefore, based on results of the state evaluation of the
link between nodes in section 2.2, the communication node
transfer characteristic model is constructed, the frequency
hopping signal and time sequence of the Internet of Things
intrusion are confirmed, and the interfering node is marked.
The distribution of interference nodes is shown in Figure 1.
The distribution state of the interference data is consistent
with the distribution state of the interference node, and the
frequency hopping data transfer feature can be used to mark
the data of the frequency hopping node. For noisy nodes, the
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Fig 1. Distribution of interference nodes

model cannot be used to directly mark, therefore, it is neces-
sary to use the distributed transmission data information fea-
ture to calculate the mark [16].

Assuming that the distribution structure of intrusion net-
work nodes of the Internet of Things is a multivariate vector
model, the intrusion information source is a group of diversi-
fied nodes. The distribution process is relatively random, and
noise nodes will be randomly mixed into communication
nodes. Therefore, the interference factor is used to calculate
the noise nodes. Suppose the interference term is G, then the
communication node transfer characteristic modeling receiv-
ing noise data signal node is:

=

T(Rk~G;) (7)

x(n) = 1

1

where, x(n) is the noise node; R is the distributed coefficient of
the Internet of Things; £; is the ability value of the Internet of
Things to receive noise data.

Use the least squares estimation algorithm [17] to perform
data spectrum cognitive detection on the calculated noise
node, obtain the transition feature quantity of the noise node,
and determine the transition amplitude of the noise node in the
transmission data sequence as:

n

p(n) = ¥ x(n)(Y-Ry) (8)
where, (p(n) is the transition amplitude of the noise node; y' is
the degree of spectral separation of the noise node; y* is the
nonlinear time series coefficient.

Combining the transition characteristic equation with the
transition amplitude of the noise node, the state of the noise

node can be confirmed. The node meeting the above state is
regarded as the marked noise node, and the interference node
under the intrusion of the Internet of Things can be effectively
identified through the model.

2.4 Optimal communication node selection
calculation

The interference node marking under the intrusion of the
Internet of Things has provided preconditions for the intelli-
gent distance selection of Internet of Things communication
nodes, but in order to further improve the selection effect, the
optimal communication node needs to be calculated.
Communication node selection process:

1. First, the algorithm must be initialized and optimized to
ensure accuracy of the optimal communication node set-
ting area, set the code of the network node interface, and
set the coordinate parameter of the communication node.

2. Secondly, divide the communication area, choose trans-
mission interface in the two-dimensional area of the
Internet of Things, record the coordinate value of the
Internet of Things communication, obtain the communi-
cation cluster head information, calculate the number of
communication nodes, and then determine communica-
tion node based on the node load capacity effectiveness,
the energy balance processing of the known effective re-
gional nodes to ensure the correctness of the cluster head
selection [18].

3. Finally, the original set is calculated in each communica-
tion area, and the optimal communication node is selected
using data transfer characteristics.

The optimized communication node selection can improve
the computing power of the calculation method. Set the num-
ber of types of communication nodes to m, and use m; to
represent the type j communication node. If there is a change
in communication network architecture under the intrusion of
the Internet of Things, a node classification data set B is
established, which includes g node data, B = {b,, b,, ...,
bg}. Therefore, the goal of the optimal selection algorithm is
to select the extreme value of b,. Use formula (9) to filter
ineffective communication nodes in the set:

Sp, =H + 4/ H?=x(n) 9)

where, H is the prior probability of the communication node.

In order to make the prior probability and the node to have
the same stability under energy-saving constraints, the inter-
ference factors of time series arrangement are added. Lagging
node is filtered out, and extreme value processing is per-
formed to obtain the optimal communication node:
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O = H(¢'D=¢"€)=H (0,  B))

where, ¢ is the optimal communication node; B; is the com-
munication node selected at the position j. Applying formula
(10) to calculate the optimal communication node of the
Internet of Things we can intelligently obtain the optimal
communication node distance, reduce the energy consump-
tion of Internet of Things communication, and improve the
efficiency of Internet of Things communication.

(10)

3 Intelligent spacing selection model for loT
communication nodes

Based on the calculation results of optimal communication
node selection in Section 2, the intelligent distance selection
model for [oT communication nodes is constructed by calcu-
lating the distance between nodes.

3.1 Calculation method of distance between nodes

Because in the Internet of Things, different attributes of each
node have different effects on the calculated distance between
nodes. The greater the distance between two nodes, the lower
similarity, and the lower probability of being in a small group
[19, 20]. Therefore, when calculating the feature distance be-
tween nodes, it should be multiplied by weight coefficient of
the attribute. The larger the weight coefficient, the greater the
influence of the attribute.

The distance from a node to a cluster represents the dis-
tance between a node and a super node. The smaller the dis-
tance, the higher the similarity between the node and the super
node, and the more it should be divided into the cluster. The
calculation method is:

Wi = \/W(k17k2)2+d(k1,k2)2 (11)

Sort all points in the point set according to the aggregation
density, and take the point with the highest aggregation den-
sity as the first initial center. At the same time, seed nodes that
are far apart as more representative, and nodes in the same
cluster can be avoided as seed nodes [21]. Therefore, in areas
with high aggregation density, distant points are selected as
seed nodes. The optimization algorithm of the initial node is as
follows:

(1) Obtain high-density area of nodes and get the set D,;q,;

(2) Select the node with the highest aggregation density as
the initial central node;

(3) Select the point with the highest density in set Dy, as
the seed node.

Since the privacy protection strength of existing network
nodes is u, the number of initial nodes can be expressed as n/u.
However, the number of nodes in each cluster in this method
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is different. Therefore, the number of initial nodes is not a
fixed value. The value range is:

n/DhighSDnumSn/k (12)

According to the range of distance between nodes shown in
formula (12), the distance between reference node and node in
the nearest layer and the distance between reference node and
nearest layer node are preliminarily calculated. According to
this, the interfering nodes under the intrusion of the Internet of
Things are identified and removed, and the real-time and ac-
curacy of communication between the sensors in the Internet
of Things are improved.

3.2 Optimal intelligent distance selection model

The model assumes that, when each sensor node in the
Internet of Things cannot communicate in time, the data col-
lected by all sensor nodes is saved in the cache sequence [22],
and the node enters into sleep state. When each sensor node
resumes normal communication, each sensor node enters
working state, and the sensing data is sent to the Internet of
Things Sink node by hop communication method.

On the basis of the above model assumptions, the monitor-
ing area of the Internet of Things is divided into n % n grids of
equal size. All grids are coded uniformly according to the
principle of top-down and left to right. Sink nodes can move
to any grid center to collect data. Assuming that o represents
the set of all grid centers after coding, and o,, represents the
status indicator of the Internet of things Sink node staying in
the network center, the number of grid positions that sink
nodes need to stay in is as follows:

n

No= X P(Vi)P(V)

(13)

where, P(V)) is the data collected for a period of time when the
sink node of the Internet of Things moves to the center of the
grid; P(Vy) is the data collected without staying.

Suppose that the sink node of the Internet of Things col-
lects data along a certain paths from a certain grid center
position, and the time required to finally return to the initial
grid center position is a data collection cycle, represented by
T} The specific calculation formula is as follows:

A(V], Vs)

T, =—= Tf(V[, VS)

=L (14)

where, Tris the dwell time of the sink node of the Internet of
Things at the grid location; e” is the set of all the staying grid
locations; A is the movement rate of the sink node of the
Internet of Things.

In order to ensure that the data collected by the sink node of
the Internet of Things can cover all sensor nodes, set each
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sensor node to stay within the single-hop maximum commu-
nication range of a grid position, and the following conditions
are met:

d(i7j) > W(VmaXanin) (15)

where, d(i, j) is the distance between sensor node i and node j
under the Internet of Things; V., is the maximum commu-
nication distance between sensor nodes; Vi, is the minimum
communication distance between sensor nodes.

Under the above constraints, assume that /. and /. respec-
tively represent the energy consumed when the node sends
1-bit data and amplifies 1-bit data. Assuming that «; represents
the data sending rate of node i when sink node stays at grid
location k, p;,, represents the set of all staying grid locations
where communication distance to node i in the Internet of
Things is less than the maximum single-hop communication
range of the node, calculated in one during the data collection
period, the data transmission energy consumption of node 7 in
the Internet of Things is:

E; = I1.(t—10)1-(to) + 5“7 + p,, (16)

According to the above analysis, the intelligent spacing
selection model of communication nodes under the Internet
of Things is constructed. The specific modeling formula is as
follows:

Sr p(x,y)log,,m x E; (17)

= p(x,y) (logrp(x’y)_logrp(x)_logrp(y)) X Ei

As shown in formula (17), under the constraints of energy
saving, the intelligent distance selection model of IoT com-
munication nodes is judged by the link state between nodes
through the link state evaluation method between nodes.
According to the judgment result, the model is established to
identify objects. Interfering nodes under network intrusion,
avoid serious noise nodes and frequency hopping data.
Finally, based on the calculation result of the optimal commu-
nication node selection, the intelligent distance selection mod-
el of the communication node of the Internet of Things is
realized.

4 Experimental study

In order to verify comprehensiveness and effectiveness of the
intelligent distance selection model under the energy-saving
constraint of the communication node selection of the Internet
of Things, the experimental verification is carried out. In order
to verify the advantages of the proposed method, the optimal
communication node selection method based on improved
Voronoi diagram (Method 1), distance aware clustering

strategy based on energy acquisition (Method 2) and content
center network service node selection algorithm based on ant
colony optimization (Method 3) are compared for perfor-
mance comparison.

4.1 Experimental environment and parameter
settings

In order to ensure the rigor of the experimental process, the
different ways of intruding the Internet of Things during the
experiment lead to different random collocation methods of
interfering nodes. Therefore, the experimental process has a
certain degree of randomness. In order to make the experiment
more scientific, the experimental data parameters should be
within the controllable range. Since the experimental process
is a comparison of multiple methods, the controlled variable
method is selected for the experiment. The specific simulation
parameter settings are shown in Table 1.

4.2 Experimental indicators

Select the following three indicators for performance
evaluation:

(1) Delay ratio

The delay ratio is the ratio between the time delay generat-
ed and the time delay not generated when the [oT communi-
cation node is selected. The delay ratio is an important indi-
cator to measure the performance of the method. The calcula-
tion formula is as follows:

(Pur) = k£M (18)
where, M is the number of times that the node does not gen-
erate delay.

(2) Proportion of total energy consumption

The proportion of total energy consumption is the energy
consumed to complete the selection of all nodes.

(3) Optimal communication information wave domain test

The optimal communication information wave domain ex-
periment can verify the stability of the optimal communication
node selection. There will be a very high bit error rate under
the intrusion of the Internet of Things. Therefore, in the pro-
cess of selecting the optimal communication node, the accu-
racy of node selection should be ensured. At the same time,
the stability performance is investigated, the wave state can be
observed through the waveform in the information wave do-
main, and its stability can be investigated according to the
wave state of the wave spectrum. The information wave do-
mains under different network structures are different. During
the experiment, a variety of Internet of Things intrusion
methods are selected, and the experimental results can be ob-
tained by observing the state of the information wave domain.
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Table 1. Experimental parameter

settings Parameter Value/Description
Signal transmission speed 3x100m/s
Amplification factor 10x10-12J/bit
Number of nodes 150
Proportion of communication intelligent nodes 80%
Packet size 500MB
Energy consumption per bit 50x10-9J
Network data link node connection processing mode Randomly select nodes
Data processing delay 2.5%x10-5S
Disturbance parameter 60J/bit
Interfering node invasion parameters 60J/(bit-s-1)
Network communication port 150
Optimal channel load limit 1.0J

Network distribution vector

20pJ(bitm-1)

4.3 Analysis of experimental results

The following is the comparison result of the delay ratio of
different methods, as shown in Figure 2.

Analysis of Figure 2 shows that the highest value of the
delay ratio of the proposed method when selecting nodes is
less than 30%, while the lowest value of the existing methods
is higher than 30%. In comparison, the advantages of the
proposed method are obvious, it shows that the proposed
method will greatly reduce the time delay when selecting
communication node of the Internet of Things, and has a
higher efficiency. This is because the method calculates the
end-to-end delay when sending a data packet and judges the
state of communication link, thereby avoiding the problem of
increased delay ratio due to unreliable links.

The following is the comparison result of the total energy
consumption ratio of different methods, as shown in Figure 3.

90

- @ Method 1 [}--[JMethod 2 O-- O Method 3
--H The proposed method

*Q\C
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8 30 — . /-\ /-,/’-
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15 [ . | " \ /‘
". \. I/ \\ ///
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0 | | \ \
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Number of iterations/time
Fig 2. Comparison of delay ratios of different methods
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Analysis of Figure 3 shows that the existing method per-
forms poorly in terms of total energy consumption. Compared
with the existing method, the proposed method has better
performance in energy saving. This is because the proposed
method is to select nodes under energy-saving constraints.
The energy-saving constraints can ensure that the energy con-
sumption of smart nodes due to data forwarding and transmis-
sion is below a certain energy consumption threshold, and the
remaining nodes are used to ensure that the smart nodes are in
their design maintain normal operation during the life cycle,
thereby reducing the proportion of total energy consumption.

Based on the comparison results of Figure 2 and Figure 3, it
can be seen that the proposed method has obvious advantages
in terms of energy saving and time delay reduction. In order to
further verify effectiveness of this method, the optimal com-
munication information wave domain test will be carried out.
Figure 4 shows the optimal communication information wave
domain test results under different methods.

It can be seen from Figure 4 that the optimal communica-
tion information wave domain of the communication node

= Method 1
-# - Method 2 4
I o Method 3

[ * The proposed method

Total energy consumption ratio/%

0 5 10 15 20 25 30 35 40 45 50
Number of iterations/time

Fig 3. Comparison of the total energy consumption ratio of different
methods
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selection method in this paper is stable, indicating that there is
no serious interference node in selection process, and the op-
timal communication node can be selected stably under vari-
ous loT intrusions. The traditional optimal communication
node selection method has serious wave pattern disorder in
the wave domain, accompanied by certain wave level chang-
es. The method in this paper considers the relation between the
link maintenance time and the transmission delay, and estab-
lishes transmission characteristic model of the communication
node according to the state evaluation result of the link be-
tween the nodes. This model is used to confirm the time se-
quence of frequency hopping signals and Internet of Things
intrusion, and to mark the interfering nodes. Therefore, the
optimal communication node selection method in this paper
has strong anti-interference ability.

Through the above experiments, it can be concluded that
the intelligent distance selection model proposed in this paper
under the constraints of energy-saving loT communication
node selection can reduce the time delay when selecting [oT
communication nodes, with better energy-saving performance
and stable optimal communication information wave domain.
The optimal communication node can be selected stably under
various IoT intrusions. It can be seen that the optimal commu-
nication node selection method proposed in this paper has
strong anti-interference ability and energy saving, and can
be applied to the actual Internet of Things communication
node selection process.

5 Conclusion

In order to solve problems of existing methods of delay
ratio, high total energy consumption ratio, and disorder of
optimal communication information waveband, a design
method of intelligent spacing selection model under con-
straints of energy-saving communication node selection of
the Internet of Things is proposed. According to
energy-saving constraints, the link stability and link qual-
ity are evaluated, and interference node under intrusion of
the Internet of Things is identified by determining transi-
tion amplitude of the noise node in transmission data se-
quence. On this basis, the distance between nodes is cal-
culated, so as to realize the design of intelligent distance
selection model for the communication nodes of the
Internet of Things. The experimental results show that
the method in this paper can quickly and accurately real-
ize selection of the optimal node under the Internet of
Things intrusion, has strong anti-interference ability, and
comprehensive performance of this method is better than
other current optimal communication node selection
algorithms.

The method in this paper can realize intelligent selection of
the distance between the communication nodes of the Internet

Amplitude/A

Amplitude/A

Amplitude/A

Amplitude/A

1.5
1.0
i
e
-0.5 < /
rolth ]
L\
0.1 0.2 0.3 0.4 0.5 0.6
‘Wave domain frequency/Hz
(a) Method 1
1.5
1.0
o |
i
-0.5 \
1.0
1.5
0.1 0.2 0.3 0.4 0.5 0.6
‘Wave domain frequency/Hz
(b) Method 2
1.5
1.0 Mv\/\/\
0.5 \
iFiEs
-0.5 /
1.0 e/ Yooy
1.5
0.1 0.2 0.3 0.4 0.5 0.6
Wave domain frequency/Hz
(c) Method 3
1.5
1.0
0.5
BAYARVARVARVARY,
-0.5
-1.0
-1.5

0.2 0.3 0.4 0.5 0.6
Wave domain frequency/Hz

(d) The proposed method

@ Springer



636

Mobile Netw Appl (2022) 27:628-636

<« Fig 4. Wave domain test results of optimal communication information
by different methods. (a) Method 1. (b) Method 2. (c) Method 3. (d) The
proposed method.

of Things, but has not studied the energy consumption of
some nodes, and lacks certain pertinence. Therefore, the ener-
gy consumption of a single node is taken as the research goal
to improve the proposed method.
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