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Correction to: Cluster Computing
https://doi.org/10.1007/s10586-023-04028-4

In this article, the affiliations of all the authors were indi-
cated incorrectly. The affiliation ‘Manufacturing Engineer-
ing Department, University of Engineering and Technology,

The online version of the original article can be found at https://doi.
org/10.1007/s10586-023-04028-4.

>4 Yanen Wang
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Industry Engineering Department, School of Mehcanical
Engineering, NorthWestern Polytechnical University,
Xian 710072, China

Industrial and Manufacturing Engineering Department,
University of Engineering & Technology, Lahore
54890, Pakistan

Lahore, Pakistan’ has been removed from the article. The
affiliations are indicated correctly now.
The original article has been corrected.
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dictional claims in published maps and institutional affiliations.

@ Springer


http://dx.doi.org/10.1007/s10586-023-04028-4
http://dx.doi.org/10.1007/s10586-023-04028-4
http://dx.doi.org/10.1007/s10586-023-04028-4
http://crossmark.crossref.org/dialog/?doi=10.1007/s10586-023-04092-w&domain=pdf&date_stamp=2023-6-26

	﻿Correction to: a novel method to detect cyber-attacks in IoT/IIoT devices on the modbus protocol using deep learning

