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In the original article, some typos regarding Eq. (1) and 
respective sentence are corrected, and corrections are made 
to a sentence in section “Effect of the frequency difference 
on the PLL and DLL”.

Corrections to Eq. (1):

where the subscript i or superscript auth represents the real 
navigation signal, while the subscript s or superscript spoof  
represents the spoofing signal. a is the signal amplitude. C(.) 
is the coarse-acquisition (C/A) spread-spectrum code. � is 
the initial code phase when the signal reaches the receiving 
antenna. D(.) is the navigation message, � is the angular 
frequency, � is the initial carrier phase, and Δt is the spatial 
propagation delay.

Correcting sentences in section “Effect of the frequency 
difference on the PLL and DLL” as below:

“The previous content analyzes the effects on PLL and 
DLL when the spoofing signal first intrudes into the receiver. 
However, we assumed that the spoofing signal has the same 
carrier frequency as the real signal, which is difficult to 
achieve in practical application. Assuming that there is a 
carrier frequency difference between the spoofing signal and 
real signal, then f spoofe ≠ 0 . It is seen from (4) and (13) that 
the existence of a frequency difference has two effects:

1. a phase jump −�
spoof
e ⋅Tcoh

2
 or �

spoof
e ⋅Tcoh

2
 depending on the ini-

tial carrier phase difference.
2. attenuation of the amplitude gain of the spoofing signal 

by a factor of sinc(f spoofe Tcoh).”

Publisher’s Note Springer Nature remains neutral with regard to 
jurisdictional claims in published maps and institutional affiliations.
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The original article can be found online at https ://doi.org/10.1007/
s1029 1-020-00986 -z.
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