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The article “Real-time detection of deception attacks in

cyber-physical systems”, written by Feiyang Cai and Xeno-
fon Koutsoukos, was originally published online on the
publisher’s internet portal on 29-March-2023 with Open
Access under a “Creative Commons Attribution 4.0 Inter-
national License”.

The original article can be found online at https://doi.org/10.1007/
s10207-023-00677-z.
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With the authors’ decision to cancel Open Access, the copy-
right of the article changed on 31-March-2023 to © Standard
of the journal, 2023 with all rights reserved.
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