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Abstract. We consider noninteractive zero-knowledge proofs in the shared random
string model proposed by Blum et al. [5]. Until recently there was a sizable polynomial
gap between the most efficient noninteractive proofs for NP based on general complexity
assumptions [11] versus those based on specific algebraic assumptions [7]. Recently,
this gap was reduced to a polylogarithmic factor [17]; we further reduce the gap to a
constant factor. Our proof system relies on the existence of one-way permutations (or
trapdoor permutations for bounded provers).

Our protocol is stated in thehidden bit modelintroduced by Feige et al. [11]. We show
how to prove that ann-gate circuit is satisfiable, with error probability 1/nO(1), using
only O(n lg n) random committed bits. For this error probability, this result matches to
within a constant factor the number of committed bits required by the most efficient
known interactiveproof systems.

Key words. One-way permutations, Zero knowledge, Efficient proofs, Noninteractive
zero knowledge, Circuit satisfiability.

1. Introduction

A basic issue in cryptography is the tradeoff between resources and security properties.
Ordinary zero-knowledge proofs obtain greater security at the price of requiring greater
interaction between the prover and the verifier. Blum et al. [5] propose a way to eliminate
interaction while preserving the zero-knowledge property. Instead of requiring that the
prover and verifier interact with each other, they only require that there be some common
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public random string which the prover and verifier have access to. The properties of the
proof (completeness, soundness, and zero knowledge) depend on this shared string indeed
being uniformly selected at random. Their model is known as theshared random string
modelfor noninteractive zero-knowledge proofs.

In this model we enjoy the full security of zero knowledge and still the prover can
send a zero-knowledge proof of a theorem as a single message to the verifier who can
then check the proof without further interaction.

Such noninteractive zero-knowledge proofs turned out to be an important crypto-
graphic primitive. For example, it is used in the signature scheme framework of [2] and
in obtaining secure public-key encryption schemes that are robust against chosen mes-
sage attacks [20]. This motivates the questions of what assumptions are necessary for
noninteractive zero-knowledge proofs and how efficient can these proofs be made?

We also mention that another avenue of eliminating interaction was suggested by Fiat
and Shamir [12]. They suggest a heuristic means for eliminating the need for interaction,
at a cost of slightly weaker security properties. Namely, instead of showing a “zero
knowledge simulation” of their protocol (which would mean that no knowledge leaks
in the execution of the protocol) they show that an efficient algorithm for breaking their
scheme implies an efficient algorithm to factor numbers. Although the security property
is somewhat weaker, the security analysis is rigorous.

1.1. Previous Results

Blum et al. [5] showed how to construct a noninteractive zero-knowledge proof system
for any language in NP given a specific number-theoretic assumption. This assumption
was relaxed to quadratic residuosity by De Santis et al. [9]. (In their joint journal version
[4], they also suggest how to prove “many theorems” while saving in the length of
the random string.) The original solution requiredn4 shared random bits to prove that
an n-node graph is four-colorable, but the efficiency of protocols based on quadratic
residuosity has been recently greatly improved [7], [6]. Given a cryptographic security
parameterk, and an allowed error probabilityε, the most efficient of these families of
solutions requiresO(nk log(n/ε)) shared random bits.

Feige et al. [11] gave the first noninteractive zero-knowledge for NP under a general
complexity assumption. Their construction requires one-way permutations or, for poly-
nomially bounded provers, certified trapdoor permutations (the technical “certification”
requirement was eliminated in [3]). They also obtained much greater generality in how
their proofs could be used (e.g., many provers could prove many theorems using the
same random string). To achieve these results they introduced thehidden bitsmodel; all
subsequent progress using general complexity assumptions has used this model. In the
hidden bits model (sometimes called therandom committed bit model), the prover and
verifier are dealt a sequence of random bits, but only the prover is allowed to see the bits.
The prover may reveal a subset of these shared bits to the verifier, and in addition he
sends a message to the verifier. The verifier receives the message, the indices of the bits
he may look at, and the actual bits that appear in these indices. Based on this information,
the verifier chooses whether to accept or reject.

This model may seem strange at first sight, but seems more amenable for designing
protocols. Assuming the existance of one-way permutations we can translate a protocol
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designed for the hidden bits model into a protocol for the shared random string model [11].
Roughly speaking, the compilation procedure goes as follows: Each consecutivek bits in
the shared random string can be considered by the prover and verifier as a commitment
to a bit in the following way. Thek bit-strings is interpreted as a commitment to the bit
B(P−1(s)) whereP is the one-way permutation andB is a hard-core bit of the one-way
permutationP. The prover may see what is behind the committed bits since he is all
powerful, but the polynomial time verifier can only see bits that the prover “lets” him
see. Namely, bits for which the prover sends the verifier the inverse of the corresponding
strings. See Section 3 for more details.

The proof system proposed by Feige et al. [11] was much less efficient than those
based on quadratic residuosity: it requiredO(k · n11/2 · logn · log(1/ε)) shared random
bits to prove that ann-node graph contains a Hamiltonian cycle with error probability at
mostε. Subsequently, Feige [10] has shown how to reduce the required number of bits
by a factor ofn2, thus using onlyO(k · n7/2 · logn · log(1/ε)) shared random bits. We
stress that (unless otherwise mentioned) the complexity is stated in the standard model,
and the multiplicative termk originates from compiling a proof in the hidden bits model
to the standard (shared random string) model.

Recently, a more efficient proof system for NP was given by Kilian [17] who presented
a proof system for circuit satisfiability usingO(k·n· logc n· log(n/ε)) shared random bits
for some constantc. In addition to the efficiency of this proof, circuit satisfiability seems
to be the preferred NP-problem for reducing a general predicate. Kilian’s construction is
based on the hidden bits model, and hence is based on the same complexity assumptions
as those of [11].

1.2. Our Results

We improve the protocol of [17] and get a noninteractive zero-knowledge proof system
for circuit satisfiability which uses onlyO(kn log(n/ε)) shared random bits. Our proof
system is significantly simpler than the one in [17]. As in [11] and [17] we also rely
on the general cryptographic assumption that there exists a one-way permutation, or
trapdoor permutations (though at a loss of efficiency; see the remark) if the prover only
runs in polynomial time.

In the hidden bits model, we show how to prove circuit satisfiability usingO(n lg(n/ε))
random committed bits. For the case of error probabilityε = 1/nO(1), this matches the
most efficientinteractiveprotocol known: we do not know how to achieve this error
probability in the interactive model without usingÄ(n lg n) bit commitments.

In the above we measure efficiency in terms of the number of shared hidden bits
used,l . We remark that the time efficiency is closely related but is determined by the
complexity of the one-way permutation used. More precisely, the verifier has to perform
computation which involves at mostl invocations of the one-way permutations plus a
computation which is “almost” linear in thel .1

1 Almost may mean at most a logarithmic multiplicative factor. This extra factor appears when the model
of computation is a Random Access Machine which performs basic operations in time which is linear in the
lengthof the operands, rather than in constant time.
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A remark about efficient provers. We also make a remark about the case of efficient
provers since we consider this an important (practical) aspect of the protocol. In this
case the compilation procedure of [11] requires a “cost” in the soundness error proba-
bility. Specifically, this error probability increases by a factor of 2k. (For the details see
Section 3.) Thus, in this case protocols (in the hidden bit model) have to be design with
error probabilityε substantially lower than 2−k. Hence, for some combinations of the
soundness error probability and the security parameter, noninteractive zero-knowledge
proofs remain asymptotically less efficient than their interactive counterparts. In the
interactive case no connection has to be made between the soundness error probability
and the security parameter. (We refer the reader to [18], [1], and [16] for the state of
the art in efficient zero-knowledgeinteractiveproofs.)

1.3. Outline of the Paper

In Section 2 we introduce some definitions and technical details that we use in the paper.
In Section 3 we recall thehidden bits modelof [11] and the compilation from this model
to the standardshared random stringmodel. In Section 4 we give a short introduction
to our approach and a top-down preview of the proof system. In Section 5 we give a
bottom-up full description of the proof system. In Section 6 we prove that the proof
system is valid, and in Section 7 we explain what modifications are needed in the proof
system so that the prover can be implemented efficiently.

2. Preliminaries

We set the notations and definitions we use. A parametrized ensemble of distributions
over a languageL is a setE = {E(x, k) : x ∈ L , k ≥ 1} of distributions, one for each
x ∈ L and security parameterk. We say that two ensembles of distributionsE1 and
E2 over L are indistinguishable with respect to a security parameterk(|x|) if for any
polynomial time machine (tester)T , all constantsc, and all sufficiently longx it holds
that

|Probs←E1(x,k(|x|))[T(s) = 1]− Probs←E2(x,k(|x|))[T(s) = 1]| ≤ 1

k(|x|)c ,

wheres← E(x, k) stands fors being sampled according to the distributionE(x, k).

A remark about the uniformity of the tester. Note that we may define the tester to be
nonuniform. In this case we would get a similar result for the nonuniform case. Namely, if
there exists a one-way permutation that is robust against polynomial nonuniform attacks,
then the zero-knowledge property (i.e., the indistinguishability between the distribution
output by the simulation and the distribution of the proofs generated by the prover) would
also hold for nonuniform testers.

We now define noninteractive zero-knowledge proof systems.

Definition 2.1 [5]. A noninteractive zero-knowledge proof systemfor a languageL
with security parameterk consists of a probabilistic proving algorithmP, a probabilistic
polynomial time verification algorithmV , and a probabilistic polynomial time machine
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(simulator)M with the following property. Letσ be a random string shared by the prover
and verifier, and letk(|x|) be a security parameter. Then:

1. Completeness:For anyx ∈ L and security parameterk,

Prob[V(x, σ, P(x, σ, k)) = accept]= 1,

where the probability space is taken over the random coin tosses ofP andV , and
over the uniform and independent choice of the random bits in the shared random
stringσ .2

2. Soundness:For anyx 6∈ L, and any (possibly cheating) proverP′, and soundness
errorε(|x|),

Prob[V(x, σ, P′(x, σ, k), k) = accept]≤ ε(|x|),
where the probability space is the same as in the completeness condition.

3. Zero knowledge:There exists a simulatorM that, on inputx and security parameter
k, produces a distribution space, and the ensemble{M(x, k)}x∈L is indistinguish-
able from the ensemble{(σ, P(x, σ, k))}x∈L which is defined over the distribution
space of a random uniformly chosenσ over{0, 1} and the random choices of the
proverP.

A remark about the soundness property. Usually, in the noninteractive zero-knowledge
setting, the soundness property is stated in a stronger manner. Namely, it is required that
a cheating prover succeeds with only small probability to proveanytheorem of lengthn
and not only the one theorem appearing in the input. Our protocol can be made resilient to
such a demand simply by lowering the error probability by a factor of 2−n. We adopt the
soundness property that is usually used for the interactive model, so that a comparison
of our protocol to the interactive model will be fair. In the interactive model there is no
conceivable scenario in which the input should be chosenafter the random tape of the
verifier has been determined and shown to the prover. Note that the “standard” harsh
soundness demand is an artifact of the noninteractive zero-knowledge model and not of
any particular noninteractive zero-knowledge proof system.

In this paper we address the problem of circuit satisfiability. However, in order to sim-
plify the presentation, we reduce this problem to a more restricted satisfiability problem:
3-SAT-5. The problem 3-SAT-5 is defined as follows:

Definition 2.2. The problem 3-SAT-5:

Input: A 3-CNF formulaϕ with each variable appearing in at most five clauses.
Question: Is ϕ satisfiable?

It is important that there exists a reduction from circuit satisfiability to 3-SAT-5 which
is linear since we present a proof system for 3-SAT-5 with complexityO(nk log(n/ε)),

2 The definition of completeness may be relaxed to require only that the acceptance probability (when
x ∈ L) be greater than 1− ε(|x|) for some given completeness errorε. In our protocol we obtain perfect
completeness as defined above.
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wheren is the size of the 3-SAT-5 formula, and we claim that this proof can serve
for proving circuit satisfiability with complexityO(nk log(n/ε)) wheren is the size of
the circuit. Indeed, circuit satisfiability can be easily reduced to 3-SAT using a linear
reduction. Furthermore, the reduction from 3-SAT to 3-SAT-5 can also be done linearly,
by creating a new variable for each copy of the original variable and adding clauses which
force all copies of the same variable to have equal assignment. Thus, it is sufficient to
present a noninteractive zero-knowledge proof system for 3-SAT-5.

3. The Compilation Technique of Feige et al. [11]

Here we formally define thehidden bits modelof [11] and show how to use a one-way
permutation to transform a zero-knowledge proof given in this model to a zero-knowledge
proof in the standard (shared random bits) model. We later state our protocol in the
hidden bits model. The introduction of the model and the proof that it is equivalent to the
shared random string model were given in [11]. We follow the presentation suggested
in [13].

3.1. The Model

In the hidden bits model the common random stringR is selected uniformly, but only
the prover can see its content. The prover sends the verifier a message5 and reveals
a list of positionsI ⊂ {1, 2, . . . ,poly(|x|)} in the random string. That is, the verifier
receivesI and the correct values of the bits in the shared random string whose locations
are mentioned inI . We denote byRI the content of the hidden bits at the places pointed
by I . Thus,RI is a bit vector of length|I |, and if the sequenceI includes the indices
i1, i2, . . . , i |I |, then thej th entry inRI containsRi j , i.e., thei j th bit in the shared random
string R. The verifier is not allowed to look at any other position in the shared random
string R.

The soundness and completeness requirements remain the same as before. In order to
show that a protocol in this model is zero-knowledge, one has to present a simulator that
simulates the parts of the proof that the verifier can see. Namely, one has to present a
simulator whose output distribution onx is computationally indistinguishable from the
distribution of proofs(x, RI , P(x, R)) for a randomly chosenR, and whereP(x, R) =
(5, I ) is the distribution of proofs output by the prover on inputx and the shared random
tapeR.

It is easier to design proof systems in this model. It was shown in [11] that given a
one-way permutation, it is possible to compile a zero-knowledge proof system in the
hidden bits model into a zero-knowledge proof system in the standard model. Actually,
for the case of efficient provers, i.e., when the prover can be implemented efficiently
when given some auxiliary help, the compilation requires a family oftrapdoorpermu-
tations. We begin by presenting the compilation for the simple case where the prover
is computationally unbounded, in which case we use one-way permutations. We then
explain how to extend it to the case of efficient provers where we use trapdoor one-way
permutations.
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3.2. The Compilation Procedure

We give a brief exposition of the compiling procedure of [11]. Let(P,V) be a zero-
knowledge proof system for a languageL in the hidden bits model, letF be a one-way
permutation, and letB be a hard-core bit ofF as guaranteed by Goldreich and Levin
[14] (it is shown in [14] that any one-way permutation can be transformed into a one-
way permutation that has a hard-core bit, with a moderate increase in the domain size).
Finally, letm(n) represent the number of hidden bits required by the given proof system.
We would like to construct a zero-knowledge noninteractive proof forL in the standard
model.

In the standard (i.e., the shared random string) model the prover and verifier are given
access to the inputx and to a shared random stringr . We require thatr has lengthk×m(n),
wherek is the security parameter. This means that the overhead of this compilation in
terms of the length of the random string is a multiplicative factor ofk. The prover and
verifier both regard the random string as being composed ofm(n) random strings of
lengthk. In what follows, we denote these strings bysi , 1≤ i ≤ m(n).

Intuitively, the stringssi , 1≤ i ≤ m(n), will be regarded as hiding the bitsB(F−1(si )).
Also, if the prover wishes to “show” thei th bit to the verifier, then he may send him the
valueri = F−1(si ). The verifier can then check that indeedF(ri ) = si and may also
compute the hidden bitB(ri ). By the properties of the hard-core predicateB, the verifier
will not be able to guess the value of any hidden bit that is not explicitly shown to him
by the prover.

The prover (P′) acts as follows:He computes the bitsbi = B(F−1(si )) for all
i = 1, 2, . . . ,m(n). He invokes the given proverP on the inputx and hidden bits
b1, b2, . . . ,bm(n) to get a pair(I ,5). He sends to the verifierV ′ the output(I ,5) of the
proverP and alsori = F−1(si ) for eachi ∈ I .

The verifier (V ′) verifies the proof as follows:V ′ checks that indeedsi = F(ri ) for
eachi ∈ I . Otherwise,V ′ rejects the proof.V ′ computesbi = B(ri ) and concatenates
all bi into bI . ThenV ′ invokesV on (x, bI , I , π) and accepts only ifV accepts.

Claim 3.1. The proof system(P′,V ′) constructed as above is a zero-knowledge non-
interactive proof for L.

Sketch of Proof. Note that since thesi are uniformly distributed, and sinceF is a
permutation, thenF−1(si ) is also uniformly distributed and since the hard-core bitB (as
constructed in [14]) is unbiased, then the interpretation of the strings1, s2, . . . , sm(n) as
hiding the bits

B(F−1(s1)), B(F−1(s2)), . . . , B(F−1(sm(n))

gives us completely random hidden bits. Also, note that the prover cannot influence the
value of the bits in the positions he lets the verifier check, since any stringsi has only a
single inverseri which then determines the bitB(ri ). This guarantees that the soundness
and completeness properties are kept.
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For the zero-knowledge property, we note that we can compile an efficient simulation
of P into an efficient simulation ofP′. The new simulator invokes the original simulation
to get(x, RI ,5, I ). It then chooses the stringssi (forming the shared random string)
as follows: For eachi j ∈ I , it selects a randomr j satisfying B(r j ) = Ri j and sets
si j = F(r j ), and, for eachi 6∈ I , it selects a random stringsi ∈ {0, 1}k. Then it outputs
the created shared random string, i.e.,s1, s2, . . . , sm(n), and the proof which containsri

for eachi ∈ I and also(I ,5) as created by the original simulator. In order to see that
this simulation is indistinguishable from the distribution of proofs output byP′, note
that the original simulation is indistinguishable from the proofs generated byP, and that
B is a hard-core forF .

3.3. Extension for Efficient Provers

To extend this compilation for the case of efficient provers we use trapdoor one-way
functions. In this case the prover chooses in the beginning a permutation with a trapdoor
that allows him to invert it. He sends the description of the permutation to the verifier
and then the protocol continues as above.3

For this case the completeness property is not affected. Namely, the honest prover
succeeds with the same probability. Also, the construction of the new simulator from the
old one is practically the same. The new simulator has to use the permutation given by
the original simulation in the beginning of the proof (recall that the new simulator does
not have to be able to invert this permutation). We still have to deal with the soundness
property.

The problem here is that after the shared (hidden) random string is set, the prover
may go over all 2k possible permutations, and for each of them examine the different
shared random tape that is implied by the permutation, and choose the one that is best
for him. Note that although we would like to allow an efficient prover to play its part
in the protocol, we do not want to trust the prover to be weak; we want the soundness
property to be robust against powerful provers as well.

We cannot avoid preventing the prover from trying all possible permutations in the
family, so instead we note that this advantage of the prover cannot increase the soundness
error probability by more than a factor of 2k. Namely, if the original soundness probability
(in the hidden bits model) isε, then the soundness probability of the compiled protocol
(in the shared random string model) isε ·2k. Therefore if one wishes to design a protocol
for efficient provers with error probabilityε, and one wishes to do the design in the hidden
bits model, then the protocol should be designed with error probability 2−k · ε. The fact
that the error probability can only increase by 2k (i.e., the number of permutations in the
family) follows from simple counting arguments: For each specific function the error
probability is at mostε and there are at most 2k functions.

We further elaborate on the changes needed for efficient provers in Section 7.

3 Actually, we have to take care of the prover indeed choosing a permutation in a predetermined family of
permutations and not selecting a confusing representation which is not a permutation. This issue is dealt with
in [3] and we do not discuss it here.
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4. An Overview of the Protocol

In Section 5 we describe the protocol in full detail. The description there is a bottom-
up description of how the proof system is built on top of the (hidden) random string.
However, we believe that some overview discussion may help before getting into the
details. We begin with describinginfluence gameswhich is a basic idea underlying our
protocol. Influence games, as an underlying idea of a secure construction, were first used
independently in [17] and in [8]. Then we provide a short top-down description of the
proof system, which may help going through the details of Section 5.

4.1. Influence Games

The protocol of [17], as well as ours, is based oninfluence games. In these games the
prover and verifier have a series of strings with the following properties:

1. The prover can see what bits are hidden in the strings but the verifier cannot. (Note
that these strings are not just the hidden bits, these are more complicated creatures
as follows from the second property.)

2. There are two possible strings:
• Random strings: These are strings of hidden bits that the prover can open and

show their content to the verifier. The values of these bits are randomly chosen
in the beginning of the proof and the prover cannot cheat, i.e., he can only open
these bits to their predetermined value.
• Wild strings: These are strings of hidden bits which the prover can open to

whatever value he likes. Namely, the prover can open each bit of the string to
either 0 or 1. (This is the “influence” of the game.)

3. The verifier cannot tell between random strings and wild strings.

During the protocol, there is an initial stage in which the prover and verifier work on
building these “influence” strings (Parts 1–3 of our protocol—Section 5) and then there
is a final stage in which they use them to prove (or verify, respectively) that the input
is in the language (Part 4 in our protocol). Basically, the use of these strings gives the
prover some “influence” in opening their values. His goal in this protocol is to open the
strings such that some property regarding the opened bits hold. The protocol is designed
so that whenx ∈ L the prover has enough influence to open the strings appropriately,
whereas ifx 6∈ L, then the prover does not have enough influence on the values of these
bits and with high probability the bits he will open will not satisfy the desired property.

4.2. A Top-Down Description of our Protocol

We give a top-down description of the protocol based on the influence games described
in the previous subsection. The input to the protocol is a 3-CNF formulaϕ with variables
x1, x2, . . . , xn and each variable appears in at most five clauses. Also, letτ be a satisfying
assignment forϕ (we describe the protocol for the honest prover). As explained in
Section 4.1, in the beginning of the protocol the prover and verifier work on interpreting
the given random string as strings for the influence game. Actually, they are going to
build, for each variablexi , a pair of strings(s0

i , s
1
i ) such that ifτ(xi ) = false, then the

strings0
i is a wild string and the strings1

i is a random string, whereas ifτ(xi ) = true,
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then the strings1
i is a wild string and the strings0

i is a random string. This is done in
Parts 1–3 of the protocol. We now explain how the prover uses these strings to show that
indeedτ satisfiesϕ.

For each of the five clauses in whichxi is involved we select the following substring.
If xi appears negated in a clauseCj , then we select a fifth of the strings0

i to represent the
variablexi in the clauseCj , whereas ifxi is positive (not negated) in the clause, then we
select a fifth of the strings1

i to representxi in the clauseCj . The substrings are selected
with no overlap, i.e., a character in a string is selected only for one clause. (Here we use
the property that the variable appears in at most five clauses, and we selected only a fifth
of the given string.) Note that the selection is made exactly so that ifτ on xi satisfies
the clause, then the selected string is a wild string and the prover can open it any way
he wants, whereas if the clause is not satisfied by the assignmentτ to the variablexi ,
thenxi is represented by a completely random string over{0, 1}. We stress that only the
wild strings can be modified by the prover. The random strings are fixed (according to
the content of the shared hidden string) and the prover cannot influence them.

After all strings for each clause have been selected, the prover opens the characters in
the selected strings. Each character is opened to a bit (either a zero or a one) and thus we
get for each clause three strings of bits. The verifier checks that for each clause the three
strings of bits revealed by the prover sum up to zero. Namely, the bit-wise exclusive-or
of the revealed strings is a string of zeros. Ifτ is indeed a satisfying assignment toϕ,
then the prover can easily pass this test. For each clause, one of the selected strings
contains only wild characters and he can open this string to whatever bit string he needs.
However, if τ does not satisfyϕ, then there exists a clause for which all the selected
strings are completely random and the prover will be caught with high probability. To
be more specific, the strings are of lengthO(log(n/ε)), and thus (if we set the constants
properly) the probability that the prover will fail in a single clause test (that is not satisfied
byτ ) is less thanÄ(ε/5n). Since the number of clauses is less than 5n, the proof follows.
(Of course, in the real proof the bits will not be “completely random” and we will have
to be more careful in the analysis.)

Thus, given a pair of strings for each variable with the above characteristics, it is
possible to check whetherτ satisfiesϕ. However, we still have to explain how to build a
pair of strings for each variable. We do that in the full description of the protocol in the
next section.

5. The Protocol in Detail

We present a noninteractive zero-knowledge protocol for 3-SAT-5. As mentioned in
Section 2, this implies the following theorem:

Theorem 1. Circuit satisfiability can be proven by a noninteractive zero-knowledge
proof system whose length is O(nk · log(n/ε)), where k denotes the security parameter,
ε is the error probability, and n is the size of the circuit.

As explained above, if we want efficient provers, then we loose a factor ofk in the
above and get that the length of the shared random string isO(nk2 · log(n/ε)). In the
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description we use the hidden bits model. See Section 3 for the details. We say that the
prover “opens” a bit to the verifier meaning that the prover lets the verifier see this bit
in the hidden random string. In the terminology of Section 3 this means that the prover
includes the index of the bit in the setI .

The Protocol. Denote the input formula byϕ and denote the number of variables inϕ
by n. Recall that in our model the prover and verifier share a random tape which only the
prover can see and the prover specifies which bits the verifier will see too (“opens” bits
for the verifier). The proof consists of the prover sending one message, together with
the indices that the verifier may look at. The verifier, based on this message (the proof)
and the bits he sees in the shared random (hidden) string, decides whether to accept the
claim that the input formula is satisfiable.

In our proof system (as in other noninteractive zero-knowledge proof systems) the
prover’s message includes a statement or an interpretation of the structure of the shared
random string in a way that several properties are satisfied if and only if the input (ϕ) is
in the language (3-SAT-5).

Our proof system is a direct improvement over the protocol in [17] which in turn is
inspired by the protocol of [11].

5.1. Interpreting Pairs of Bits as Characters

The prover and verifier first establishcharactersin the shared random hidden string. A
character can have three possible values: 0, 1, and a wild character (WC). Characters are
encoded by pairs of hidden bits in the following way:

00—the character 0,
10—the character WC,
01—the character WC,
11—the character 1.

Each pair of hidden bits is interpreted as a hidden character. We next set up a procedure
by which the prover can “open” a character. Namely, a prover can show the verifier that
a character (which consists of a pair of hidden bits) contains a certain value. Throughout
the proof, the prover will open a character either to the value 1 or to the value 0. To prove
that a character has value 0, the prover will open one of the two hidden bits and show
that it is a 0. To show that a character is 1, the prover will open one of the hidden bits (in
the pair) and show that it is a 1. Clearly, a wild character can be opened both ways, since
both 0 and 1 can be opened in such a character. We make explicit use of the fact that the
character WC can be opened by the prover both to the value 0 and to the value 1.

Whenever the prover has to open a character which is not a WC, he must choose which
of the two bits to open. It is important for the zero-knowledge property that in all these
cases the prover chooses between the two possibilities at random. If, for example, the
prover always opens the first bit, then he reveals information about whether or not the
opened characters are WC, since an opening of a second bit will imply that this is a WC
character. In the rest of this description we assume that the decision of which bit to open
is made at random.
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To summarize our interpretation of the random tape so far, we have a stream of
uniformly independently chosen characters of value 0, 1, and WC. The character 0 and
the character 1 appear each with probability 1/4 and the character WC appears with
probability 1/2. The prover can open the character 0 and 1 to their correct value, and he
can open the character WC to both values 0 or 1 as he wishes.

5.2. Sieving Good Blocks

In the next step of the interpretation of the shared hidden random string we consider
blocks ofα consecutive characters (whereα is a constant to be determined later (see
Section 6.2.2). In fact, we consider the given stream of characters as a sequence of pairs
of blocks. We call a pair of blocksgoodif one of the blocks in the pair contains only WC
characters and the other block does not contain any WC character. For each variablexi ,
1 ≤ i ≤ n, the prover initially considersβ log(n/ε) pairs of blocks (for a constantβ
to be determined later (see Section 6.2.2), and the error probabilityε) and lets only the
good blocks prevail for the rest of the proof.

In the first part of the proof the prover completely opens each character in every block
that is not good. These blocks are not used again in the proof. We stress that the prover
not only opens these characters (as we defined an opening of a character by opening one
of its hidden bits), but rather opens the two hidden bits in each of the characters, so that
the verifier can check that the discarded blocks are indeed not good.

First Part of the Proof. The prover opens all hidden bits in all pairs of blocks which
are not good.

The verifier verifies that all blocks that were opened were indeed not good. Otherwise
he stops immediately and rejects. Also, the verifier checks for each variablexi that the
number of pairs of remaining blocks, denoted`i , i.e., the number of pairs of blocks that
were claimed to be good forxi (these are still hidden), is close to its expected value. If
`i is not in the range [t1, t2] to be specified below, then the verifier stops immediately
and rejects.

We compute the expected value of`i and determine the boundst1 andt2. The proba-
bility that a random pair of blocks is good is 2· (1/2)α · (1/2)α (choose which member of
the pair is the WC block, then it has probability(1/2)α to consist only of WC characters,
and the other block has probability(1/2)α to contain no WC character inside). Therefore,
the number of good blocks between theβ log(n/ε) random blocks initially considered
for the variablexi is a random variablèi that has expected value 2−2α+1 · β · log(n/ε).

By the Chernoff bound, the deviation of`i from its expected value is big with low
probability. Specifically,

Prob

[ ∣∣∣∣`i − 2−2α+1 · β log
n

ε

∣∣∣∣ ≥ γβ log
n

ε

]
≤ 2 · 2− log(n/ε)β·γ 2·22α−2

. (1)

The parameterγ is a constant which determines the tightness of the bound. We set its
value later (see Section 6.2.2). Now set the deviation bounds that the verifier insists
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on as

t1
def= (2−2α+1− γ )β log

n

ε
and

t2
def= (2−2α+1+ γ )β log

n

ε
.

By the Chernoff bound, if we set the constantγ according to

γ =
√

3 · 2−2α+2

β
, (2)

then the random variablèi is betweent1 andt2 with probability at least 1− ε/4n for a
random stream of characters.

After the good pairs of blocks have been selected (by discarding the bad ones), the
prover and verifier leave only the firstt1 good blocks and discard the lastl i − t1 good
blocks. In this way we have a fixed number of blocks (i.e.,t1 blocks) for each of the
variables. Note that whenx ∈ L this step can be done with high probability. We remark
in Section 6.4 about what the prover may do ifx ∈ L andl i is not betweent1 andt2.
When x 6∈ L and the prover is trying to cheat, then, still with high probability,l i is
betweent1 and t2. In this case the worst scenario is that the prover finds onlyt1 good
pairs, he claims that there aret2 good pairs (t2 − t1 of them were actually bad), and by
the end of the process he is left witht1 blocks out of whicht2− t1 are actually bad pairs
of blocks.

To summarize this step, for each variablexi , the (honest) prover and verifier are left
with t1 good pairs of blocks, each consisting of one block of WC characters and one
block containing no WC characters. A dishonest prover may claim that some bad pairs
of blocks are good, but with probability at least 1− ε/4n the number of pairs of blocks
he can cheat on is at mostt2− t1.

Thus we end this step having a set of good pairs of blocks associated with each variable.
Next, we begin to associate the shared random string (which is now a random stream of
good pairs of blocks) with a satisfying assignment of the formulaϕ.

5.3. Setting the Polarity of the Pairs of Blocks According
to the Satisfying Assignment toϕ

Each pair of blocks contains a block of WC characters and a (random) block without
WC characters. The order of the blocks in each pair is random. In the second part of
the proof, the prover reorders these pairs according to some satisfying assignment to the
variables in the formulaϕ. Let τ denote such an assignment. The prover reorders all of
the block pairs corresponding to each variablexi , so that ifτ(xi ) = false, then the first
block in each block pair corresponding toxi is set to be the WC block and ifτ(xi ) =
true, then the second block in each block pair corresponding toxi is set to be the WC
block. The reordering of the pairs of blocks constitutes the second part of the proof.

Second Part of the Proof. For each pair of blocks(obtained from the shared random
tape), which was not dropped in the previous step of the proof, the prover specifies a
bit. If a pair is assigned the bit0, then its order is kept, whereas if a pair of blocks is
assigned1, then the order of the blocks in the pair is reversed for the rest of the proof.
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The verifier does not check anything, but only reverses the order of the blocks where
necessary. Note that he is essentially rearranging pointers; he still does not know the
values of the hidden characters.

To summarize this step, thehonestprover now has pairs of blocks, each associated with
a variable, such that each variable’s pairs are ordered (polarized) in the same manner,
corresponding to the variable’s assignment.

In the following step we merely check that the pairs of blocks are indeed polarized
consistently. This by itself does not guarantee that the polarization matches a satisfying
assignment to the formulaϕ.

5.4. Checking the Consistency of the Polarization

We now describe a consistency test for the pairs of blocks associated with a variable
xi . This test is repeated for each of the variables. Recall that we havet1 pairs of blocks
which are supposed to be polarized. The test consists of many basic tests; each basic
consistency test is performed on a couple of pairs. We have to specify what the basic
test is and also which pairs are going to be tested against each other. We begin with the
second.

We consider an expander graph witht1 vertices (see, for example, [19] for a possible
constructions of expanders). Each vertex corresponds to a pair of blocks, and the edges, as
appearing in the expander, determine which pairs are going to be checked one against the
other (through the basic test). In what follows, we denote the degree of the expander byd
and the expansion rate by1 = 1+δ. Namely, each subsetA of the vertices of cardinality
at most|A| ≤ t1/2 has at least1 · |A| neighbors, or at leastδ · |A| neighbors which
are not inA. Actually, in order to get better parameters for the expanders (i.e., a smaller
ratio ofd/δ) and considering the requirements really needed by our constructions, it will
suffice for us if the expansion property only holds for setsA of cardinality at leastt1/10.

Next we describe the basic consistency test as applied on two pairs of blocks. Let
these two pairs be numberedj andk, and denote by(B0

j , B1
j ) and(B0

k , B1
k ) the blocks

in these pairs. Recall that the requirement to make the basic test originates from the
existence of an edgee= ( j, k) in the expander. We useα/2d specific characters of each
of the four blocks involved in this test. Lete be thei th edge (1≤ i ≤ d) adjacent to
vertex j representing the pair(B1

j , B2
j ), then we use the characters(α · (i − 1))/2d+ 1,

(α · (i − 1))/2d+ 2, . . . , (α · (i − 1))/2d+ α/2d in B0
j and inB1

j to form the strings of
characterss0

j (e) ands1
j (e) correspondingly. We do the same for the pair(B0

k , B1
k ) to get

(s0
k(e), s

1
k(e)). So the character-strings which are used for the test specified by the edge

e= ( j, k) are(s0
j (e), s

1
j (e)) and(s0

k(e), s
1
k(e)). Note that we never use the same character

for two different tests. If the prover is honest and follows the protocol, then the blocks
are good and well polarized, and thenst

k(e) andst
j (e) contain only wild characters and

s1−t
k (e) ands1−t

j (e) are random over{0, 1}, wheret is 0 if τ(xi ) = falseand 1 otherwise.
In this case the prover can open the values of these characters such that

s1
j (e) = s0

k(e) and

s0
j (e) = s1

k(e),
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since the prover can open the WC characters to whatever value he wants. We define this
as the basic consistency test.

Third Part of the Proof. The prover opens the first half of the characters in each block
such that, for each edge e= ( j, k) in the expander, if e is the lth edge of vertex j and the
mth edge of vertex k, and let B̂t

j (i ) denote the value that the prover opens in the block
Bt

j for the ith character, then it should hold that the opened values satisfy

B̂0
j

(
α · (l − 1)

2d
+ i

)
= B̂1

k

(
α · (m− 1)

2d
+ i

)
and

B̂1
j

(
α · (l − 1)

2d
+ i

)
= B̂0

k

(
α · (m− 1)

2d
+ i

)
for all 1 ≤ i ≤ α/2d. Namely, all the basic consistency tests associated with all the
expander edges hold.

The verifier verifies that all the characters which should have been opened were indeed
opened, and that for each edge of each expander, the consistency test is satisfied.

To summarize, in this step we “lost” half of the characters which we cannot use in the
following, but we gained some assurance that there is some consistency in the polarity
of the pairs. We analyze the degree of this assurance in the analysis of the protocol (in
Section 6).

For the next stage, we do the following concatenation process. For each of the variables,
we concatenate all the first blocks in all its corresponding pairs to a single string, and
concatenate all the second blocks in all its pairs to another string. So for each variable
we have two strings, and if the prover is honest, then one of these strings is a string of
WC characters only and the other string is a random string over{0, 1}. The length of
each string ist1 · α/2 since we are left with only half of the characters in each of thet1
blocks.

5.5. Last Step: Showing thatτ Satisfiesϕ

In this last step the prover uses the polarization of the pairs of strings, which should
representτ , to show that the formulaϕ is satisfiable. If the prover behaves according
to the protocol, then it should hold that for each variablexi , 1 ≤ i ≤ n, the prover and
verifier share a pair of (long) strings of (hidden) characters. One of the strings consists
of WC characters only, and the other string is a random string over{0, 1}which contains
no wild characters. Also, the string of WC characters is the first in the pair ifτ(xi ) =
falseand the second in the pair ifτ(xi ) = true. Recall that the prover has the ability to
open all the characters in the wild string either to 0 or to 1 as he wishes, but the other
string is fixed.

For eachxi , we take the pair of long strings (composed of many pairs of blocks) and
partition it into five pairs. One pair for each appearance ofxi in the formula. Each piece
is still a pair of long strings that will be used to check the assignment to the clause. The
details follow.

For each clause, we make a test. Loosely speaking, for each variable in the clause we
take part of its string (of characters) so that if the variable satisfies the clause (i.e., it
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is assignedtrue and appears positively in the clause or it is assignedfalseand appears
with a negation in the clause), then the prover can completely control the opening of
the string that corresponds to the variable. Ifτ assignsxi a value that does not satisfy
the clause, then ideally the prover can open the corresponding string in only one way
which corresponds to a random string over{0, 1} (in the full analysis, we must consider
deviations from this ideal). After determining the three strings that correspond to the
clause, the prover has to open the strings such that their bit-wise exclusive-or is equal
to the all zero string. If the prover can control one of the strings (or, equivalently,τ

makes one of the literals satisfy the clause), then he can easily pass this test. Otherwise,
the prover has to open three random strings, and their exclusive-or is zero with small
probability.

More formally, if clauseCi contains thel th appearance (1≤ l ≤ 5) of variablexj

and if the strings associated withxj are(B0
j , B1

j ) (each of lengtht1 · α/2), then if the
(negated) literalxj appears in the clause then we select the bitsB0

j (k) for

k = l − 1

5
· t1α

2
+ 1,

l − 1

5
· t1α

2
+ 2, . . . ,

l − 1

5
· t1α

2
+ t1α

10

while if the (unnegated) literalxj appears in the clauseCi then we select the bitsB1
j (k)

for

k = l − 1

5
· t1α

2
+ 1,

l − 1

5
· t1α

2
+ 2, . . . ,

l − 1

5
· t1α

2
+ t1α

10
.

Thus, for each clause, we select three strings of lengthα/10 · t1. Intuitively, if the
assignmentτ satisfies one of the literals in the clause, then the string that corresponds
to this literal contains only WC characters.

After selecting the three strings of the clause, the prover opens all the characters in all
of these strings so that the bit-wise exclusive-or of the strings equals 0α·t1/10.

In case the prover has more control over the opening of these characters (e.g., if more
than one variable is assignedtrue in the clause and so more than one string is a wild string
which can be opened arbitrarily), then the prover uses his degrees of freedom randomly.
Namely, he opens all WC characters at random conditioned on the linear constraint that
has to hold for the test. This random selection is crucial for the zero-knowledge property,
since as we will see the simulator will open the characters randomly, conditioned only
by the linear constraint posed by the proof. Also, recall that if the character is not WC,
then the prover opens a randomly chosen bit in the pair.

Fourth Part of the Proof. The prover opens all the remaining characters so that
for each clause, its three corresponding strings(as explained above) have a bit-wise
exclusive-or which equals0α·t1/10.

The verifier checks that each clause indeed passes the test, and that all characters were
indeed opened legitimately. In this case, he accepts. Otherwise, he rejects.
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6. Analysis of the Protocol

6.1. Completeness

This is the easy part of the proof. It should be clear that the prover can perform all his
tasks when the input formulaϕ is indeed satisfiable. He will fail only when the number
of good blocks̀ i , for some variablexi , is not in the range betweent1 and t2. By the
Chernoff inequality (see (1) and (2)), this happens with probability at most

n · ε
4n

< ε.

6.2. Soundness

We analyze the probability that the prover can produce a convincing proof (on a random
string) for a nonsatisfiable formulaϕ. The prover convinces the verifier if:

1. For each variablexi , the number of good blocks claimed by the prover is at least
t1 and at mostt2.

2. All polarity tests hold.
3. All clause tests hold.

Recall that̀ i denotes the actual number of good pairs of blocks in the shared hidden
string, and not the number of pairs that the cheating prover might have chosen to keep.
We assume that the prover always passes the first test. Actually, this is not the case,
since if`i > t2, then the prover must fail the first test, because he cannot open enough
bad pairs. However, our assumption may only increase the soundness error (i.e., the
probability that the prover succeeds). It turns out that the prover can pass the other two
tests with a very small probability, and this suffices for the soundness analysis.

We assume that if̀ i is not in the range betweent1 and t2, then the prover always
succeeds in convincing the verifier. Again, this is not correct, but this assumption can
only increase the error. The case that one of the`i (1 ≤ i ≤ n) is not in the right range
happens with probability at most

n · ε
4n
≤ ε

4
.

We continue the soundness analysis assuming that for alli , 1 ≤ i ≤ n, it holds that
t1 ≤ `i ≤ t2. Conditioning on this event, we compute the probability that conditions 2
and 3 hold. We show that they hold with (conditional) probability at mostε/2. Thus,
the probability that the prover can convince the verifier is at mostε. This holds for any
possibleε < 1/4 chosen for the system.

Assume now that thèi ’s are all in the range betweent1 andt2. We first note that in
this conditional space one important property still holds as in the unconditional space.
That is, the non-WC characters in the good block pairs are uniform and independent
over{0, 1}. Namely, we note that the number of good pairs of blocks is independent of
the specific content of the non-WC characters in the good pairs of blocks. This property
is essential for the rest of the proof.

We assume a case that is best for the cheating prover. This can only increase the
probability that the cheating prover succeeds in convincing the verifier. We assume that
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the prover can claim that a lot of bad pairs of blocks are good pairs and keep them for
the rest of the proof. The case in which he can keep the maximum number of bad blocks
is when the actual number of good pairs,`i , is t1. In this case the prover can claim that
there aret2 good pairs of blocks and leavet2− t1 bad pairs for future use in the proof. The
prover can also determine the location of theset2− t1 pairs. Note that in any other case
the prover has less control over the proof, since he can use and determine the locations
of less pairs of blocks.

Furthermore, we allow the prover more freedom. We assume that, in all the bad pairs
of blocks that the prover announces as good, all the characters are WC. Namely, the
prover has complete control over these pairs and he can open each of the characters in
these blocks to whatever value he wants. Note that in any other case the prover has less
control since the value of some of the characters will be set to a specific bit instead of
the prover being able to determine their values in a manner that best suits his goal.

Recall that after the good pairs of blocks are pointed out by the prover, we truncate the
last pairs so that we are left with exactlyt1 pairs of (supposedly) good blocks for each
of the variablesxi , 1 ≤ i ≤ n. Again, we assume the best possible case for the prover
in which the truncated pairs are all good pairs of blocks, while thet2 − t1 bad pairs of
blocks still remain for the rest of the proof.

To summarize, we consider the worst case in which there aret1 pairs of blocks left
for the rest of the proof, out of whicht2− t1 pairs are bad. The bad pairs contain blocks
with only WC characters, and the location of thet2 − t1 bad pairs in the list oft1 pairs
is determined by the prover. However, it is important to note that the blocks that do not
contain WC characters contain strings that are uniformly and independently chosen in
{0, 1}α.

Next, we define an assignmentτ to the variables of the formulaϕ. We shall show that
if this assignment does not satisfyϕ (as must be the case here since we assume thatϕ is
not satisfiable), then conditions 2 and 3 hold with small probability. Consider the good
pairs of blocks after being polarized in the second part of the (noninteractive) proof. For
any variablexi consider the majority of the polarization in thet1− (t2− t1) good-block
pairs which correspond toxi . Since the prover is not necessarily honest, some of these
pairs may have their WC block as the first block and some of the pairs may have their
WC block as the second block. We defineτ(xi ) to befalseif in the majority of the pairs
the first block in the pair is the WC block, and we defineτ(xi ) to betrue if in the majority
of the pairs the second block is the WC block (ties are broken arbitrarily).

Each variable has a degree of consistency with this assignment. Define the consistency
of the variablexi to be the fraction of the good pairs that have polarization equal to
the majority polarization of the variable (by whichτ(xi ) is determined). Clearly, each
variable has consistency at least 1/2. We are going to partition the analysis into two cases.
One possible case is that one of the variables has consistency less than 8/9, and then we
show that the consistency test of the polarization (the third part of the proof) passes with
low probability. The second possibility is that all variables are at least 8/9 consistent.
In this case we recall thatτ cannot satisfy all clauses (sinceϕ is not satisfiable) and
we show that the prover can pass the test of a clause which is not satisfied byτ with
low probability. We show that whichever of the above is valid, the prover succeeds in
convincing the verifier with probability at mostε/2.
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6.2.1. A Probabilistic Argument

For each of the above possibilities, we use the following method by which we prove that
the prover fails with high probability. We define a randomized prover that chooses his
cheating strategy at random, and compute the probability that the proof which the ran-
domized prover produces passes the relevant tests. Next, we show that even if the prover
chooses his best strategy (rather than selecting his strategy at random), the probability
that he manages to convince the verifier still remains low.

We begin with an overview. The cheating prover has some freedom which emerges
from his ability to claim that some bad blocks are good. He is going to use this freedom
in order to change the order of the good blocks in the proof. For example, if the value
of the third good block does not fit some test, then the prover can make it fourth by
declaring a bad block (appearing before the third block) to be good. Thus, on top of his
complete influence on the opening of bad blocks, the prover also gains some advantage
by influencing the order of the good blocks. Note that (although we shall not use this
fact) this freedom is given to him only once, and should allow him to pass all tests.

Next we note that the number of possible choices given to the prover can be upper
bounded by some exponential (in the number of blocks) term which describes the num-
ber of possibilities to insert the bad blocks in between the good blocks. However, the
probability of the verifier not detecting an error in the polarity tests or in the clause tests
is exponentially small both in the number of good blocks and also in thelengthof each
block. This difference gives us the edge in the soundness analysis, and a sufficiently
large (still a constant) block-size would make the second expression (i.e., the probability
to fail) kill the first expression (i.e., the freedom given to the prover). The formal details
follow.

6.2.2. Case I: There Exists an Inconsistent Variable

Choose a variablexi (1≤ i ≤ n) and assume that the consistency ofxi is lower than 8/9.
We calculate the probability that the prover has a winning strategy for the third part of
the proof (the consistency test of the polarization). In the end of the (Case I) analysis, we
multiply this probability byn (the number of variables) to compute an upper bound on
the probability that there exists a variable with consistency less than 8/9 and the prover
still passes the consistency tests.

As mentioned, we begin by calculating the probability that the prover can pass the
consistency test (third part of the proof) when he chooses his strategy at random. Recall
that we are assuming a worst case scenario in which there aret1 pairs of blocks forxi

out of whicht2− t1 pairs of blocks were declared good by the prover but contain, in fact,
only WC characters.

In the polarization consistency test the prover has to open half of the characters in
each block. The randomized prover opens all the non-WC characters to 0 or 1 as he
must, and he opens all the WC characters in the best way, so that the test that they
are engaged in is satisfied. (Recall that each character is engaged in at most one test.)
However, the prover still has two things to choose. First, he can determine where to put
thet2− t1 bad pairs of blocks amongst theβ log(n/ε) pairs. Second, he can decide which
pairs are polarized inconsistently with the majority of the pairs. We let the randomized
prover pick these at random. Namely, he picks at randomt2 − t1 places for the bad



20 J. Kilian and E. Petrank

pairs between theβ log(n/ε) pairs, and he pickst1/9 (or more) good pairs that will be
polarized inconsistently (with the polarity of the majority of the pairs).

What is the probability that the prover passes the consistency test? Recall that each
basic consistency test is performed on two pairs. If the pairs are polarized in the same
manner, then the test is easily passed by the prover opening the wild characters properly.
Also, if anything is tested against a bad pair, then the prover easily passes the test since
it has one of the pairs consisting of wild characters only. However, when two good pairs
of opposite polarization are tested against each other, then each of the non-WC blocks in
both pairs contributes a completely random string ofα/2d bits and the two strings must
be equal. This happens with probability exactly 2−α/2d.

Note a delicate point in our claim that the strings compared are random. Indeed the
contents of the strings were chosen uniformly at random, but it is known in advance
which pairs are tested against each other and the prover may use his advantage in setting
theplacesof the bad pairs or decidingwhich pairsare inconsistently polarized in order
to set specific pairs against each other and enhance the probability of the good pairs
to pass the test. Nevertheless, this is not the case here. We are considering now the
randomized prover who chooses the places of the bad pairs and the good pairs that are
inconsistently polarized at random, and thus the good pairs relate to one another in a
completely independent and random manner.

Now we compute how many oppositely polarized good pairs are tested against each
other. By our assumption, there are at least(t1 − (t2 − t1))/9 good pairs which are not
polarized consistently with the majority of the pairs. By the setting of the parameters
α, γ (see below in this proof) we get that(t1 − (t2 − t1))/9 > t1/10. Therefore we
have at leastt1/10 good pairs which are not polarized as the majority good pairs are
polarized. By the expansion property of the expander graph we use, these pairs have at
leastt1 · δ/10 neighbors that are either consistently polarized with the majority or are
bad (not good) pairs. Since the number of bad pairs is at mostt2− t1, we get that at least

m
def= t1 ·δ/10− (t2− t1) tests are made between good pairs that are oppositely polarized.

Since we do not recycle characters, all these tests are completely independent, and the
test is passed with probability 2−αm/2d.

Recall that

t1 = (2−2α+1− γ )β log
n

ε
and

t2 = (2−2α+1+ γ )β log
n

ε
.

Thus,

m= β log
n

ε

(
δ

10
· (2−2α+1− γ )− 2γ

)
.

To summarize, the probability that the randomized prover passes this test is at most

2−β log(n/ε)((αδ/20d)(2−2α+1−γ )−(α/d)γ ).

We now consider an arbitrary prover, not limited to a random strategy. The random-
ized prover chooses between its strategies at random. The choice is made between the(
β log(n/ε)

t2−t1

)
possibilities to fix the places of the bad pairs, and between choosing the
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inconsistently polarized pairs. The number of options for this second choice can be
bounded by 2t1. Also, the randomized prover passes the test with probability at most
2−β log(n/ε)((αδ/20d)(2−2α+1−γ )−(α/d)γ ). By simple counting arguments, if the prover uses his
best strategy, then the probability,p, that the prover passes this test is at most

p ≤
(
β log(n/ε)

t2− t1

)
· 2t1 · 2−β log(n/ε)((αδ/20d)(2−2α+1−γ )−(α/d)γ )

≤ 2β log(n/ε)(H(2γ )+2−2α+1−γ−(αδ/20d)(2−2α+1−γ )+(α/d)γ ),

whereH is the entropy (in base 2). For the values ofγ andα that we shall choose it
holds thatH(2γ ) ≤ 4.5αγ and thus,

p ≤ 2β log(n/ε)(5αγ+2−2α+1(1−αδ/20d)).

Settingα = 21d/δ (for example, for the expanders suggested by [19], we getα ≤ 155),

p ≤ 2β log(n/ε)(5αγ−(1/20)2−2α+1).

We also setγ = 2−2α+1/125α andβ = 3 · (125α)2 · 22α (note that this setting satisfies
the requirement posed in (2)) and we obtain

p ≤ 2−2 log(n/ε) <

(
ε

n

)2

.

So the prover passes the consistency test of a specificxi with probability at most(ε/n)2.
Thus, the probability that there exists an inconsistent variable yet the prover can still
pass all the consistency tests is at mostε2/n < ε/4.

6.2.3. Case II: All Variables Are Almost Consistent

Assume that the consistency of all the variables is at least 8/9. Again, we consider the
randomized prover that acts as before. That is, the prover selects at random the places of
the t2 − t1 bad pairs of blocks in between theβ log(n/ε) blocks, and selects at random
which good pairs will have an inconsistent polarization. In all other senses (i.e., opening
WC characters) the prover always makes his best choice in order to pass all tests.

Recall that we have defined an assignmentτ that corresponds to the majority of the
polarities in each variable. Since the input formula is not satisfiable (we are analyzing
the soundness of the protocol) there exists a clause thatτ does not satisfy. We compute
the probability that the prover can pass the clause test for this specific clause. In the end
of the (Case II) analysis, we multiply this probability by the number of clauses in order
to get an upper bound on the probability that the prover passes all the clause tests while
there exists a clause that is not satisfied byτ .

Fix a specific clause and let the literals in this clause bey, z, andw. (Each of them
is either a variable or a negation of a variable.) Each variable contributes a string of
characterssx, sy, andsz of lengthα/10. We get onlyα/10 characters from each block
since we usedα/2 characters for the consistency check and since we use the rest of the
α/2 characters for five different clause tests. Recall that we never use a character twice.
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Sinceτ assigns each of the literals the valuefalse and the literals are 8/9 consistent,
then we can deduce the following on each one of the strings.

Each of the stringssx, sy, andsz is composed of some random characters and some
WC characters. We check how many WC characters can be there. By the guarantee on
the consistency, we know that at least 8/9 of the good pairs contribute random blocks
to each of the strings. However, there are also the bad blocks which contain only WC
characters. So adding both of these numbers, we get that the number of WC characters is
at most19(t1−(t2− t1))+ t2− t1, and by the setting of the parametersα andγ , we get that
this is at mostt1/5. This bound implies that in each string there are at least4

5 · t1 · α/10
random characters and at most1

5 · t1 · α/10 WC characters.
Note again that the claim on randomness is based on the prover selecting the places

of the bad pairs and the inconsistently polarized good pairs at random.
Recall that for the clause test the prover must open all characters such that the bit-wise

exclusive or of the stringssx, sy, andsz equals 0t1·α/10. What is the probability that the
randomized prover passes this test? For the prover, the best possible arrangement of the
WC characters in the three stringssx, sy, andsz is when their indices do not overlap,
and then the prover has control over3

5 · t1 · α/10 characters. Still, all the rest of the
characters are completely random and sum up to 0 with probability 1/2. Since all these
characters are completely random and independent, the probability that the randomized
prover passes this test is at most

2−2αt1/50.

As before, we consider an arbitrary prover. The number of possible strategies from which
the randomized prover has chosen at random is bounded by((

β log(n/ε)

2γβ log(n/ε)

)
· 2t1

)3

(as in Case (I) but for three variables). So if the prover chooses the best strategy instead
of picking a strategy at random, the probability,p, that he passes the test satisfies:

p ≤ 23β log(n/ε)H(2γ )+3t1−2αt1/50

= 2β log(n/ε)·(3H(2γ )−γ (3−2α/50)+2−2α+1(3−2α/50)).

Again, using the assignments toα, β, andγ , we get that the probability that the prover
passes this test even when he chooses his best strategy is at most(ε/n)2.

Now, we remember that this calculation applies to a specific clause. Since (in the
worst case) the prover may choose the unsatisfied clause, and since there are at most 5n
clauses (in 3-SAT-5 formula withn variables), then the probability that the prover will
pass all the clause tests although there exists a clause thatτ does not satisfy is at most
5ε2/n ≤ ε/4.

6.2.4. Combining Both Cases

In both cases the prover is caught with high probability. If the variables are not polarized
consistently, then he is caught at the consistency test with probability at least 1− ε/4
and if he sets the polarization of the variables almost consistently, then he is caught in
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at least one of the clause tests with probability at least 1− ε/4. Combining both, we
conclude that the prover is caught with probability at least 1−ε/2. Also, our analysis was
conditioned on the event that the conditions given in the Chernoff inequality hold (see
(1)) and by the setting of the parameters this happens with probabilityε/4. Therefore,
the overall probability that the prover manages to convince the verifier on an inputϕ

which is not satisfiable is at mostε.

6.3. Zero Knowledge

In order to prove the zero-knowledge property of the protocol, we have to show that
there exists a probabilistic polynomial time simulatorM which on inputϕ ∈ 3-SAT-5
outputs a distribution on the message, revealed indices and contents of the hidden bit
string at these indices, and whose output distribution is computationally indistinguish-
able from the distribution output by the (honest) prover on a uniformly chosen hidden bit
string.

The simulator begins by producing a genuine random string which will help him
simulate the hidden bit string. Next, the simulator follows the prover strategy as far as
it can. Namely, it produces characters, gathers the characters into blocks, and reveals
indices and contents of all the bad blocks. At this stage (before the second part of the
proof), the simulator replaces all the characters in the good blocks by WC characters. The
simulator does that by picking at random between the pairs “01” or “10” and replacing
the original “hidden” bits in these places by the new bits. Note that in the rest of the
proof only one bit in each character is opened, and the content of this bit as well as the
order of this bit in the pair will be completely random as in the original proof, except
for the linear constraints checked by the verifier which hold both in the proof and in the
simulation.

After substituting the characters, the simulator polarizes the blocks randomly. Namely,
for each remaining block, a bit is chosen uniformly and independently and these bits are
sent in the second part of the proof. The remaining pairs of blocks are subsequently used
in the order specified by this random polarization.

Next, the simulator passes all the required tests by opening the relevant characters
appropriately. Note that each test is made of two or three characters of which at least one
must be a WC character and the rest can be completely random. The opening of the WC
character in the original proof is done so that it satisfies the linear constraint posed by
the proof. In the simulation the simulator produces the same distribution on the opened
characters. Namely, all the opened characters are uniformly chosen in{0, 1} given that
they have to satisfy the relevant test. (Note that it is not correct to always open a pair to
0–1 when the exclusive-or of these bits has to equal 1, since in the original proof the pair
0–1 has the same probability as 1–0.) Since no character is used twice, the distribution of
the proof output by the simulation (on satisfiable formulas) is identical to the distribution
of the real proof.

To summarize, since the bits opened by the simulation are completely random (uni-
formly chosen) conditioned on the linear constraints posed by the verification process,
and since this is also the case for the real prover, on a uniformly chosen hidden bit string,
the output of the simulation is exactly identical to the original proof. Note, however,
that we cannot claim fromperfectzero knowledge since the compilation procedure of
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[11] (see Section 3) imposes a distribution that is only computationally indistinguishable
from the original proof.

6.4. A Remark on Perfect Completeness

It is desirable for a proof system to have a perfect completeness property. Namely, that if
the input formula is indeed satisfiable, then the prover will always be able to prove that
this is the case. However, in our protocol even if the input formulaϕ is satisfiable, the
prover may still not be able to prove it since the conditions stated in the Chernoff bound
do not always hold for the shared random string of the proof.

To fix the protocol to have perfect completeness, we allow the prover to show that
this is the case (by opening all the characters of the shared random string and showing
that the number of good blocks is not within the desired bound). In this case the verifier
accepts (although he gets no statement about the input formula). Using this augmented
protocol, we gain perfect completeness and the soundness analysis remains unchanged
since we have assumed that in this rare case, the prover always succeeds in convincing
the verifier.

6.5. Complexity

Our proof usesO(log(n/ε)) hidden bits for each variable, i.e.,O(k log(n/ε)) random
bits for each variable. Thus the overall number of hidden bits we use isO(n log(n/ε))
and the length of the shared random tape we use isO(kn log(n/ε)).

7. Efficient Provers

The compilation procedures of [11] and [3] can be made to work for polynomial-time
bounded provers with access to a witness for the NP problem. However, a few changes
have to be made which affect the cryptographic assumption we use. We give a further
exposition of these techniques in this section.

We assume the existence of afamily of certified trapdoor permutations. Loosely
speaking, a familyF of trapdoor permutations is a set of permutations{ fi : {0, 1}k →
{0, 1}k}i∈I such that:fi (x) can be efficiently computed given(i, x), it is hard to compute
f −1
i (y) given (i, y), for eachi there exists atrapdoor t(i ) such that it is possible to

compute efficientlyf −1
i (y) given(i, y, t (i )), and there exists an efficient algorithm that

given the security parameterk, samplesi ∈ I ∩ {0, 1}k uniformly together witht (i ),
i.e., there is an efficient sampler that samples(i, t (i )) such thati is uniformly chosen in
I ∩ {0, 1}k.

The additional “certification” property is that giveni , it is possible to verify efficiently
thati ∈ I , i.e., fi ∈ F . Specifically, if fi is inF , then we know thatfi is a permutation.
Actually, the need for the certification is removed by [3].

Our proof system for an efficient prover involves an additional preliminary step.
Note that the only use we made of the power of the prover is in inverting the one-way
permutation while interpreting the shared random string in the compilation procedure.
This enabled the shared random string to be interpreted as hidden bits only shown to the
prover.
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In order to remove this need for powerful computation, we let the prover choose at
random(i, t (i )) such thati ∈ I ∩ {0, 1}k and the whole proof is carried out with the
one-way permutationfi . At the beginning of the proof, the prover states the indexi he is
going to use and the verifier verifies that indeedi ∈ I . Note that it is important to verify
this sincefi must be a permutation for the soundness of the proof system. After that, the
proof system is the same and the efficient prover can invertfi (using the trapdoort (i ))
whenever needed.

The completeness and the zero-knowledge analysis remain the same, but the soundness
property has to be computed again, since the prover gains a new power: he can interpret
the shared random string in|I ∩ {0, 1}k| different manners (according to the choice of
fi ∈ F ) and perhaps he can choosefi that most helps him to cheat on a nonsatisfiable
input formulaϕ. Note that although the honest prover can be run efficiently, we would
like to defend ourselves against computationally unbounded cheating provers.

We treat the soundness analysis in the same manner as we did in the original sound-
ness analysis. Namely, first we analyze what happens when the prover really chooses
uniformly fi ∈ F and then we compute the advantage he may get when picking the
best possiblefi ∈ F . So when fi is picked at random, the probability that the prover
succeeds in cheating the verifier is the same as computed in Section 6.2. Therefore, the
probability that the prover succeeds in cheating when he can pickfi ∈ F that best serves
his purpose is at most

ε · |I ∩ {0, 1}k| ≤ ε · 2k,

as needed.
To summarize, in order to run the compilation procedure with an efficient prover, we

use a familyF of certified trapdoor permutations, we add a preliminary stage in which
the prover chooses and states a memberfi ∈ F , and then the prover and verifier interpret
the shared random string according to the permutationfi in the rest of the proof. The
soundness probability suffers a loss of a factor of 2k.

7.1. Eliminating the Certification Requirement

The need for certification in this setting was first noted by Bellare and Yung [3]. They
also suggested a way to eliminate this requirement. Loosely speaking, they replace the
requirement for efficient verification thatfi is a permutation by a proof (of the prover)
that fi is “close” to a permutation. The idea of the proof is that the prover has to invert
random strings in{0, 1}k. In our setting, after the prover selectsi ∈ I ∩{0, 1}k, he uses a
predetermined part of the shared random string to demonstrate the permutation property
of fi . This part of the random string is partitioned into blocks ofk bits and, for each
block u ∈ {0, 1}k, the prover specifiesf −1

i (u), i.e., the inverse of the blocku under the
mapping fi .

If a δ fraction of the strings in{0, 1}k do not have preimages and the prover tries to
invert(log(1/ω)) ·δ−1 strings in{0, 1}k, then he is caught with probability at least 1−ω.
Denote byl the number of hidden bits used in the proof, i.e.,l = O(kn · log(n/ε)). We

selectδ
def= 1/ l · log(n/ε) to be the fraction of bad strings in{0, 1}k which we allow,

andω = ε/n to be the degree of reassurance. Therefore, we have to use additional
O(log(1/ω) · δ−1) (which is O(l )) tests to make sure that with probability at mostε/n
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it holds that fi violates this property and the prover is not caught. Note that we only
multiply the length of the random string by a constant, so the complexity is not changed.

We first note that since there are at most 2k possible permutations that the prover
can choose, the test fails one of them with probability at least 1− 2k · ε. However, this
loss of a factor of 2k in the soundness error probability was already taken into account
so we do not count it again. So now assume that we are dealing with a functionl i for
which at mostδ fraction of the points in{0, 1}k have two inverses. In this case the prover
gains an additional power in the proof: the ability to open the committed bits that have
two inverses in both possible ways. We call these bitsbad. As before, we let the prover
choose the opening of the bad committed bits at random and we then conclude that the
prover can use this to raise his probability to cheat the verifier by a factor of at most 2b

whereb is a random variable that represents the number of bad committed bits between
thel bits used for the original proof.

If the number of bad committed bitsb ≤ 3 log(n/ε), then we are done, since our
soundness analysis is robust to the prover increasing his number of possibilities by a
factor of(n/ε)3. So we compute the probability that the number of bad bitsb does not
exceed 3 log(n/ε). The expected number of bad bits isl · δ = log(n/ε). By the Chernoff
inequality, we get

Prob

[
b ≥ 3 log

n

ε

]
≤ Prob

[
|b− E[b]| ≥ 2 log

n

ε

]
≤ ε

n
.

It was shown in [3] that this proof is zero knowledge. It should also be clear that if
ϕ ∈ 3-SAT-5 and the (honest) prover indeed selects a permutation, then he cannot fail.

Summing up, we can use the technique of [3] in order to relax the cryptographic
assumption from the existence of a family ofcertified trapdoor permutations to the
existence of a general family of trapdoor permutations. The cost is at most a constant
multiplicative factor in the length of the shared random tape.

8. Open Questions

The result in this paper follows earlier work on making noninteractive zero-knowledge
protocols more efficient. However, there is no known lower bound on the complexity
of a noninteractive proof for NP-Hard languages. It is a most intriguing open question
whether nontrivial lower bounds can be proven in this case.
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