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A commercial party invites a commanding officer for an exclusive dinner in a gourmet 
restaurant: the tender has been awarded. Is it wise to accept the offer? A military instructor 
is found to be rather intimidating and imposes higher demands on cadets than is required in 
the curriculum. Is this acceptable Bildung? 

The above described situations are examples of daily ethical issues that are hardly 
ever considered ethical issues or dilemmas and fail to receive much attention in 
military ethics training. However, just like the more tragic ethical dilemmas such as, 
‘whether to shoot or not’, they are not as easy to answer as might seem at first glance. 
At a personal level, individuals may be tempted to act in a certain way, regretting 
their choices afterwards. Or, they may feel confused about the right thing to do. 
Such daily dilemmas are at the centre of ethics management in the Dutch military: 
integrity management, which pertains to the professional performance of duties. 
Integrity management in the context of the military relates to due care, to doing 
justice and decency and to reliability with respect to the citizens of the Netherlands, 
the countries in which the Netherlands Defence organisation is active, and also with
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respect to its own personnel by providing them protection within the framework 
of an employer’s responsibility. In this contribution, we outline the pillars of the 
integrity management system of the Netherlands armed forces. The purpose of this 
contribution is to provide some background on integrity management for public 
managers who currently work in a high-stakes environment such as the military. It 
is not our intent to claim that the Dutch approach is a one-size-fits-all solution; but 
rather our purpose is to start a discussion within the field of military ethics on how 
integrity management can be carried out in environments that are highly demanding, 
using the Dutch military as an example. 

Managing Ethics, or Integrity Management 

Ethical transgressions have a large impact on an organisation’s output, financial posi-
tion and its employees, for example when due to counterproductive work behaviour, 
fraud or administrative evil (Kolthoff, 2016). However, unethical behaviour can have 
enormous societal impact as well due to state crime and human rights violations 
(Kolthoff, 2016). This is especially true in organisations that operate in the public 
sector, as violations by these organisations can lead to environmental hazards, health 
risks and may affect the personal lives and wellbeing of all individuals and parties 
involved (Hoekstra & Heres, 2016; Kolthoff, 2016). The importance of integrity 
management therefore lies not only in the contribution to positive organisational 
outcomes, but also in preventing the negative effects that a lack of public integrity 
may result in. It is for that reason that integrity is considered the cornerstone of good 
governance in the public sector of the Netherlands (Hoekstra & Heres, 2016). This 
emphasis on ethics, integrity management and integrity policy should also be present 
in military practice (cf. De Graaff, Schut, et al., 2017). 

In academic literature, the terms integrity and ethics are often used interchange-
ably and as synonyms. However, in practice one often thinks of rule-following 
compliance when using the term integrity, whereas ethics often refers to a broader 
concept related to major moral choices, such as considerations as to whether or not 
participation in a war is to be considered just. In this chapter, we address the obli-
gation of the military organisation to be a good employer to its employees and the 
positive pay off this has for all parties its personnel engages with. In many organi-
sations, two types of management strategies aiming to promote morally responsible 
behaviour can be distinguished (Paine, 1994). The first is a rule-based and top down 
compliance approach, focusing on the prevention of misconduct and transgressions 
of laid down rules and procedures. The second is referred to as the integrity approach, 
which is value-based and bottom-up focusing on supporting individuals in making 
morally responsible decisions (Paine, 1994). Within the Netherlands armed forces, 
both approaches are recognised and both contribute to the organisation’s aim for 
good governance. 

In this chapter, we consider integrity management to be a three-layered frame-
work consisting of three distinct layers wherein both of the mentioned strategies
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can be implemented. These layers are individual competencies, ethical climate and 
organisational design; integrity management based on these three layers results in 
decisions being made professionally, prudently and in such a way as to do justice to 
all parties involved. 

The individual level (layer one). Activities in this layer concern stimulating the 
ability and the desire to make morally prudent choices, even if relevant legislation is 
unclear, lacking or not applicable. This individual agency perspective is also intro-
duced and further deepened by Desiree Verweij as individual moral competence1 

(Verweij, 2007) and is in line with Richardson, Verweij and Winslow’s perspective 
of moral fitness (2004). In most cases, stimulating individual morally responsible 
behaviour starts in a classroom or group training. This type of didactics works both 
ways in establishing individual competence through moral reflection as well as in 
mores or group culture (Van Baarle et al., 2015). Mores entail the second layer in 
integrity management. Individual awareness of the moral dimensions of any situation 
is activated when others share their dilemmas and ideas on how to solve an issue 
(Van Baarle et al., 2015). Also, being in a training setting together stimulates the 
onset of discourse, meaning in these settings all participants are forced to verbalise 
their moral intuitions and emotions. As such, group exercises and individual moral 
reflection helps in communicating about moral issues (Van Baarle et al., 2015). 

However, the effectiveness of these ethics programmes in organisations is not 
always easy (or even possible) to identify. It is often also subject to debate. For 
example, Wang and Calvano (2015) showed that gender differences influence the 
effectiveness of certain aspects of ethics programmes. Weaver (2001) argues that the 
effectiveness of these ethics programmes may well be culturally undermined. On 
the other hand, in the Dutch military the results of ethics programmes for military 
instructors seem promising (Van Baarle et al., 2017), as do the results of Canadian 
battlefield ethics training (Thompson & Jetly, 2014). 

Group level/ethical climate (layer two). The second layer addresses the way people 
interact with one another. Examples of this second layer include informal standards 
and mores about employee voice and esprit de corps. A relevant aspect of team 
culture in this respect is the influence of role models and beliefs about what virtues 
the organisation or team stand for. In military training, a great deal of focus lies 

1 Moral competence comprises six elements (based on Verweij, 2007): 

(a) Moral awareness—recognising the moral dimension of a situation. 
(b) Self-reflection—being aware of one’s personal standards and values and possible bias about a 

situation. 
(c) Moral understanding—being able to formulate various courses of action and their conse-

quences. 
(d) Moral opinion forming—being able and willing to make a decision and act accordingly. 
(e) Responsibility and communication—being able and willing to communicate the reasons and 

considerations underlying a choice made to others. Taking responsibility. 
(f) Moral resilience—being able to cope with the tragic consequences of choices made.
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on the transfer of an esprit de corps in terms of shared virtues such as loyalty and 
obedience. However, the traditional military virtues that lie within this esprit de corps 
lead to a strong focus on one’s own group, disregarding other parties involved and 
other perspectives in the situation at hand (Verweij, 2013), which may in turn result 
in ethical failure by social psychological mechanisms such as groupthink (cf. De 
Graaff, De Vries, et al., 2017). It is therefore relevant to educate servicemen and 
women in recognising these mechanisms and their negative effects. 

Both during military operations and during general peacetime operations, inci-
dents that cannot pass muster do take place. Commanders are responsible for properly 
responding to any reports submitted by anyone in their chain of command. The core 
principle of the Dutch integrity policy is that members of staff call each other to 
account in the case of unacceptable behaviour. The main focus is on doing this 
timely and respectfully in order to prevent situations and behaviour from escalating. 
This is referred to as employee voice. A study conducted in the Netherlands armed 
forces on prosocial voice (i.e. attempting to improve the situation by addressing the 
behaviour of co-workers by expressing one’s own opinions and feelings) showed that 
when individuals consider it to be normal in their working environment to speak up 
and confront co-workers, they are more inclined to do so regardless of the behaviours 
of others and what they actually see that others are doing in terms of voice (Hilverda 
et al., 2018). 

The structural/design level (layer three). The third layer is made up of the role 
played by the organisation to encourage and facilitate its personnel to perform their 
work in a morally prudent fashion. This concerns the formal structure of the organ-
isation and involves the organisation being aware of the vulnerable position of its 
personnel, of high-risk processes and of legislative developments (De Graaff, Schut, 
et al., 2017; De Graaff & Van den Berg, 2010). 

Some years ago, a risk analysis was performed on the Dutch officers’ training 
programme (Governance and Integrity, 2013). One of the conclusions of this analysis 
was that the final assessment of cadets could be made more objective and would 
benefit from further standardisation, so as to guarantee a more equal treatment. This 
resulted in a multi-disciplinary project being launched to further professionalise the 
training process. The project team worked on, inter alia, making the instructors aware 
of their crucial and, at the same time, vulnerable position in the training process, on 
embedding integrity into the instructors’ training courses, on evaluating the cadet 
assessment process and on reformulating the course requirements. The cadets and 
their instructors themselves were also involved in the project. At the same time, stock 
was taken of the way ethics and integrity were taught in the various career training 
programmes and to what extent this was in line with the duties cadets are expected 
to perform upon finishing the programme concerned. 

Doing justice to all parties involved is the core principle of the integrity policy of 
the Netherlands Defence organisation (Secretary-General, no date). This is formu-
lated as follows: To treat each other and others with respect, taking account of the 
rights, interests and wishes of all parties involved. This does not mean that everyone 
will always be happy with the choices that are made. What it does mean is that all
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choices can be explained and that a decision is not based on a single point of view. 
Such also becomes apparent from the reference made in the organisation’s integrity 
policy to the term respect. The Latin verb respectare has multiple meanings, including 
looking after others. In other words, when acting from this perspective, whenever 
there is interaction with others, the MOD wants to look after and make allowances 
for the persons involved. In the Dutch Defence Code of Conduct, this policy has 
been translated into cornerstones that are relevant to all employees and that in the 
main relate to manners and conduct. The (value driven) cornerstones are: commit-
ment (in Dutch: verbondenheid), safety (in Dutch: veiligheid), trustworthiness (in 
Dutch: vertrouwen) and responsibility (in Dutch: verantwoordelijkheid) (Ministry 
of Defence, 2018). 

Institutionalising Integrity Management in the Dutch 
Military 

The Netherlands armed forces organise both preventive activities and activities based 
on violations that may be expected due certain vulnerabilities and risks in the working 
procedures and parties involved. Within the armed forces, several departments coop-
erate in initiatives providing support to the Defence organisation and its staff by 
performing preventive activities in all three of the described layers. For example, 
they cooperate at strengthening moral competence by providing so-called dilemma 
training sessions (layer one), providing insight into the level of the ethical climate 
within a unit by conducting research into the culture (layer two), and charting vulner-
able organisational structures and working processes by performing risk analyses 
(layer three). Departments that play a role in these prevention activities are, inter 
alia, the Defence Centre of Expertise for Integrity (COID),2 the School for Peace 
Operations (SVV) and the Defence Centre of Expertise for Leadership Development 
(ECLD). 

Scientific research has shown that Dutch military personnel face various dilemmas 
during military operations, for instance in the context of experiencing cultural differ-
ences (cf. De Graaff et al., 2016; Schut & Moelker, 2015). In many countries, ethics 
training is carried out in relation to military operations and deployment, such as 
Canada (Warner et al., 2011), the Netherlands (De Graaff, Schut, et al., 2017), 
Switzerland and the United States (Williams, 2010). In the Netherlands, for instance, 
it is customary to prepare ship’s crews, prior to a long-term posting at sea, for 
confrontations with possible temptations and possible ethical dilemmas; temptations

2 The COID is a centre of expertise that supports the Defence organisation to do justice to all parties 
involved and to do so in a respectful manner. It provides such support by, inter alia, providing advice, 
training courses and workshops, and by performing investigations and analyses, both preventatively 
and following suspected violations. The COID is internationally considered an example for other 
armed forces to follow, as is recognised in the 2016 van der Steenhoven report on integrity within 
the Netherlands Defence organisation (Van der Steenhoven & Aalbersberg, 2016). 
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that come with the posting and run counter to organisational rules and standards. 
Examples are having to deal with seized contraband such as drugs; ribbing that 
turns to bullying due to being cooped up in close quarters for a prolonged period 
of time; or cultural differences resulting in undesirable behaviour. However, when it 
comes to the daily issues as described in the introduction, only a few programmes 
focus on this aspect of integrity management. We argue that these efforts should be 
intensified. Such educational and training activities may not only result in positive 
organisational results (i.e. fewer incidents and scandals), but may also have a positive 
effect on employee well-being (Thompson & Jetly, 2014) by acknowledging how an 
individual is influenced by these situations in terms of moral emotions (De Graaff 
et al., 2016; Schut et al., 2015) and maybe even moral injury (Molendijk, 2018). 

When situations do not only cross the line of what employees individually consider 
to be acceptable behaviour, but violate organisational boundaries as well (e.g. miscon-
duct and fraud), employees ought to report such behaviour to their commander, who 
will take further action. In (potentially) harmful and complex cases, employees have 
the possibility of whistleblowing, meaning they consult a third party before stake-
holders are involved in resolving the complaint. Should the employee not or not yet 
be sure of which action to take, they may contact a confidential advisor (in Dutch: 
Vertrouwenspersoon). Such advisors provide emotional support, are familiar with the 
procedures and are able to suggest alternative, informal solutions. The Netherlands 
Defence organisation includes a network of about 600 confidential advisors who 
perform their advisory work in an ancillary position. In addition, all personnel may 
consult and discuss personal dilemmas with Military Chaplaincy personnel. This is 
a network of officials contributing to the (spiritual) welfare of military personnel and 
other Defence staff and to the morality of the armed forces as a whole from a Jewish, 
Roman Catholic, Protestant, Humanist, Hindu or Islamic tradition, education and 
background. 

The Netherlands armed forces also have a long tradition of the so-called ‘Non-
Commissioned Officers Chain’, the senior non-commissioned officer serving as an 
assistant to the commander in case of incidents. Because of the role and position, the 
senior non-commissioned officer is the obvious person in the chain of command to 
call attention to problems and think of solutions. This role and position also allows 
the non-commissioned officer serving as assistant to the commander to broach issues 
at the right level, mediate where necessary or settle a case with a customised solution 
on behalf of the commander. 

In addition to reporting an incident up the chain of command, staff may also 
report to the Integrity Reporting Office (in Dutch: Meldpunt) if they feel they are 
not heard by their commanding officers for any reason, or are afraid to report to 
them. For commanding officers themselves, the previously mentioned COID is an 
internal department that focuses on providing support to those commanding officers 
in dealing with suspected violations meticulously; this entails, for instance, rendering 
advice on how to deal with reports and what to communicate, on the suitability of 
conducting an investigation, and, when necessary, on providing investigators. Should 
an investigation be initiated, the legal department and HR also often play a part.
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At times, personnel are unable to resolve their problems within the organisation 
and with the support of the existing systems. In such cases, they may contact the 
Inspector-General of the Armed Forces (Inspecteur-Generaal Krijgsmacht, IGK), 
an official who acts outside of the formal organisational structure of the Ministry and 
who directly reports to the Minister of Defence. Each individual military or civilian 
member of staff or their family may contact the IGK. The IGK listens to their concerns 
and tries to bring the parties together to work on a solution, if necessary. Obviously, 
next to the possibility of consulting the IGK, the previously mentioned office for 
whistleblowing is a possibility at hand. 

Conclusion 

To summarise, the Netherlands armed forces are equipped with a plethora of depart-
ments, officials and initiatives to increase moral fitness within the organisation. Yet 
despite all of these measures (drawn up in writing), ethics officials (from coaches, 
integrity advisors, analysts and instructors) ought to stay connected and keep their 
‘boots on the ground’ in order for integrity management to be both practical and to 
be put into practice. Put into practice not only by these officials, but by all personnel. 
Doing so will ensure that integrity management is not reduced to mere window-
dressing, but in fact receives the importance it deserves and is carried into effect by 
all. 

We argue that for coming to a morally responsible solution in day-to-day ethical 
dilemmas as described in the introduction, similar activities are necessary in integrity 
management as for answering the broader ethical questions regarding just war prin-
ciples or tragic dilemmas in, for example, encountering hostile non-combatants or 
child soldiers. Therefore, we believe integrity management and day-to-day (peace-
time) ethical issues should be more integrated into military ethics training, discus-
sions and considerations. Such issues ought not to be disregarded and neglected, as 
they may result in organisational problems, individual issues and negative emotions 
in the long term. 
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