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                                     Abstract
With a massive rise of user-generated web content on social media, the amount of hate speech is also increasing. Countering online hate speech is a critical yet challenging task. Previous research has primarily focused on hateful content detection. In this study, we shift the attention from hateful content detection towards hateful users detection. Note, hateful users detection can benefit from users’ tweets, profiles, social relationships, but the real benefit is that it can be aided by Graph Neural Networks (GNN). Typical Graph Neural Networks, such as GraphSAGE, only considers local neighbourhood information and samples the neighbourhood uniformly, thus they lack the ability to capture long-range relationships or to differentiate neighbours of a node. In this paper, we present HateGNN – a GNN-based method to address these two limitations. Our proposed method relies on the notion of latent neighbourhood, as well as systematic sampling of the neighbourhood nodes. The experimental results demonstrate that HateGNN outperforms state-of-the-art baselines in the task of detecting hateful users. We also provide a detailed analysis to demonstrate the efficacy of the proposed method.
Keywords
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	GNNs
	Biased sampling
	Latent connections
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                             Notes
	1.The model-agnostic attacks include diluting the hateful signal, obfuscating hateful tokens through character level perturbations, or injecting non-hate distractor.


	2.The follower-followee or tweeting/retweeting relationship can be obtained conveniently by using Application Programming Interface (API) provided by the social network.


	3.The topology structure refers to centrality measurements for v in \(\mathcal G^o\).
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