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Abstract
This article focusses on the social and legal implications that blockchain technol-
ogy brings about, not only due to  its ideological framework, but also, and espe-
cially,  due to the concept of law it inaugurates.  Thus, this article claims, that, by 
interlocking technological and legal structures, blockchain technology initiates a 
profound displacement of legal symbolics and imaginaries. It shows how blockchain 
law, by emancipating itself from three essential dimensions of law—language, ter-
ritory, and the body—implies a profound disruption of how we perceive law and its 
legitimacy. Starting with an overview of the technological details of blockchain, the 
paper then addresses its ideological context and traces the underlying ideas, values 
and functions and their relation with—and impact on—the general perception of law 
and legal issues. By critically assessing the claim that blockchain will liberate the 
subject from any heteronymic constraints, this paper analyses to what extent this 
technology has social and legal implications that reach far beyond its virtual, purely 
blockchain-related scope of applications—and why this technology should matter to 
us all.

Keyword Blockchain · Interpretation · Legal symbolics · Social imaginary · 
Language · Body · Lex cryptographica

Introduction

Blockchain technology has been described as having the potential to disrupt every 
inch of society. By means of decentralization and disintermediation it is said to liber-
ate the individual citizen from potentially corrupt institutions and data-greedy com-
panies, to accelerate and facilitate administrative and legal processes. Blockchain is 
meant to function as a ‘new and relatively perfected system for value objectification’ 
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(de Charentenay 2017) and thus to replace those third parties on which value sys-
tems such as currencies (bank), religions (church) or legal systems (state) have so 
far relied when objectifying, or determining, their values. As a result, a growing 
number of economic, legal and political associations are currently experimenting 
with blockchain applications. However, the enthusiasm with which this technology 
is welcomed tends to obscure the fact that it comes with a whole new set of socio-
technological imaginaries that are likely to have a profound impact on the juridical-
cultural settings of society.

A prior Law & Critique supplement in 2018 already gave a thorough overview 
over the ideological parameters, hidden politics and legal and regulatory challenges 
posed by the advent of blockchain technology. Aiming to ‘cut through the problem-
atic of blockchain hype’, the supplement under the lead of Robert Herian shed a 
light on blockchain’s nature as ‘a type of control technology that displaces or even 
replaces law’ (2018, p. 131), as a driving force for a new emerging legal field (Gold-
enfein and Leiter 2018) and on ‘the future of sovereignty in a blockchain world’ 
(Manski and Manski 2018, p. 151). This emerging legal field has since further 
developed, with the growing sector of ‘legal tech’, including applications sprouting 
up like decentralized dispute resolution, decentralized law firms etc.

In therefore only partial agreement with Herian’s assessment that ‘blockchain 
produces greater effects as an idea than an applied technology’ (2018, p. 166), the 
present supplement will turn the focus to the broader social and legal implications 
that blockchain technology brings about, not only due to its ideological framework, 
but also, and especially, due to the concept of law it inaugurates. Thus, this article 
claims, that, due to its interlocking of technological and legal structures, blockchain 
technology initiates a profound displacement of the symbolic and imaginary basis of 
law. It will be shown how blockchain law, by emancipating itself from three essen-
tial dimensions of law—language, territory, and the body—implies a profound dis-
ruption of how we perceive law and its legitimacy. Starting with an overview of the 
technological details of blockchain, the paper will turn to its ideological context in 
order to trace the underlying ideas, values and functions and their relation with—and 
impact on—the general perception of law and legal issues. By critically assessing 
the claim that blockchain will liberate the subject from any heteronymic constraints, 
this paper will show to what extent this technology has social and legal implications 
that reach far beyond its virtual, purely blockchain-related scope of applications—
and why this technology should matter to us all.

What is Blockchain?

Let me start by giving a brief outline of the technological background. A blockchain 
is essentially a public, decentralized, digitized registry stored on peer-to-peer net-
worked computers that enables the fully transparent storage and continuous updating 
of information, and their unchangeable concatenation in chains of transactions laid 
down in blocks. This technology was invented by Satoshi Nakamoto, a person or 
group of persons who founded the crypto-currency Bitcoin and have concealed their 
identities behind this pseudonym until today. Their idea was to render the need for 
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trusted third parties superfluous by creating a collectively guaranteed and consen-
sus-based, thus forgery-proof procedure for information storage. In order to illus-
trate the mechanism of a blockchain system, de Filippi and Wright describe it as 
a ‘tamper-resistant “book” with identical copies stored on a number of computers 
across the globe’ (2018, p. 22). Whenever new content is added, all copies of the 
book are updated. However, while in a book we’re dealing with pages, we are here 
finding ‘blocks’, i.e. ‘unchangeable indications of correctness’ (Hummler 2016), that 
comprise a heading consisting of a unique string of characters, or hash, represent-
ing all transactions contained in that block, a time stamp and a hash of the previous 
block. These blocks are then bound into the ‘“gapless” history’ (Hummler 2016) of 
a continuous chain: the block-chain.

Due to a consensus-based procedure for storage (proof of work/proof of stake), 
which confirms the validity of any new information in a way that is accessible and 
verifiable for all parties involved, and due to the concatenation of the data and the 
decentralised nature of the system, a change or falsification of the stored informa-
tion becomes im- or hardly possible, as this would require the consent of a majority 
of 51% of the parties involved in block creation, which is hardly achievable in most 
blockchains, especially in the case of dishonest intentions. Thus, and this is the cen-
tral element of this technology, the trust in a third party guaranteeing the correctness 
of the information becomes superfluous—the talk is of trustless trust,i.e. trust in the 
underlying code of the blockchain is sufficient.

In addition to the Bitcoin blockchain, numerous other blockchains have to this day 
emerged, such as for example Ethereum, which go beyond the technological capaci-
ties of Bitcoin in that, in addition to monetary transactions, they offer the possibil-
ity ‘to store or reference other forms of information, including what are essentially 
small computer programs’ (de Filippi and Wright 2018, p. 27). This means that, due 
to the fact that each blockchain code contains an integrated crypto-currency, sending 
an amount of that specific crypto-currency or feeding the system with new informa-
tion can trigger, automatically and in real time, a code change in another account or 
the actuation of a programmable machine. For example, when an agreed crypto-cur-
rency amount is received on the account of the owner or seller, the intelligent door 
of the rented apartment opens or the ownership of the digitizable object is trans-
ferred to the buyer. By means of these smart contracts, it is possible to transfer cer-
tain legal transactions into code and to integrate individually negotiated contractual 
conditions into the underlying algorithmic network of a blockchain in order to have 
them automatically executed. The possibility of forgery-proof storage of information 
and the unambiguous cryptological linking of transaction data to a specific person 
makes the execution of such contract-like programs especially secure.

These quasi-contractual programmes and structures, which can be executed trans-
nationally and autonomously, i.e. ‘independently of any government or other cen-
tralized authority’ (de Filippi and Wright 2018, p. 207) are one of the main rea-
sons why blockchain technology is said to have the ability to ‘fracture economic 
and social processes, to bring intermediaries to their knees and to even attack the 
essence of institutions at their core’ (Hummler 2016).

Next to those ‘open blockchains’, a growing number of two other kinds of block-
chains are currently gaining popularity, which are however, in essence, thwarting the 
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initial decentralizing purpose of the technology: while open blockchains offer free 
access and use to everyone, these so called private or hybrid blockchains (de Filippi 
and Wright 2018, p. 31; Plisson 2017, p. 20) increasingly implemented in the finan-
cial or state sectors,1 are managed by a central authority or consortium that controls 
access rights and the selection of members. These blockchains take recourse to cen-
tral elements of open blockchains such as quasi-legal instruments and partly auto-
mated governance structures. Given their control mechanisms, however, they give 
rise to different concerns, especially those of the legitimacy and scope of power of 
those central organs. The administrative structures of these blockchains are often 
easier to control and to govern by traditional legal means, and they are starting to be 
implemented by nation state governments themselves. Depending on the conditions 
of their implementation, they therefore don’t necessarily have the same impact that 
open blockchains do whose declared aim is to overcome the need for certain—if not 
all—traditional (legal) institutions. The following analysis will focus on the origi-
nal—decentralized and open—blockchains.

Blockchain Ideology: Cybernetics, Governance by Numbers, 
and Beyond

In order to fully assess the social and legal implementations of this technology 
we shall start by taking a look at its ideological framework since, as Pierre Musso 
(2021) points out, every technology involves both a functional and a fictional dimen-
sion. As such it is an integral part of the symbolic and imaginary framework of a 
society—the very framework that constitutes the legitimating basis for law.

Each innovation comes with a set of ‘images, metaphors, signs’ and is thus 
‘the reflection of a whole vision of the world’ (Baudrillard 1968, p. 39). It is 
therefore, at the same time, able to influence this imaginary and symbolic frame-
work, by shaping social habits and the common perception of world, society and 
self. Taking a look at the blockchain’s ‘fictional’ framework, its aims and ideas, 
ideals seem, at first sight, to be closely related to those of digitization in general: 
in essence, the idea of the blockchain community to create law, institutions and 
subject positions through programming and coding of algorithms is, just like dig-
itization in general, based on an ideology which Alain Supiot (2015) has coined 
as ‘Governance by numbers’: this ideology was born at the crossroads between 
‘communism and […] ultraliberalism’: that is, on the one hand, the dream of a 
‘society without heteronomy’, (2015, p. 408) which considers ‘the law and the 
State as ruses of power and infringements on the sovereignty of individuals’ 
(2015, p. 175), and, on the other hand, the belief in the power of numbers, in 

1 cf. Dubai’s administration (https:// smart dubai. ae/ initi atives/ block chain), Woolf University, (https:// 
woolf. unive rsity); supply chain projects (http:// www. ipsoa. it/ docum ents/ impre sa/ contr atti- dimpr esa/ 
quoti diano/ 2019/ 01/ 07/ block chain- strat egy- for- the- prote ction- of- made- italy- produ cts); stock exchange 
(https:// www. forbes. com/ sites/ erice rvin/ 2018/ 08/ 16/ block chain- techn ology- set- to- revol ution ize- global- 
stock- tradi ng/).

https://smartdubai.ae/initiatives/blockchain
https://woolf.university
https://woolf.university
http://www.ipsoa.it/documents/impresa/contratti-dimpresa/quotidiano/2019/01/07/blockchain-strategy-for-the-protection-of-made-italy-products
http://www.ipsoa.it/documents/impresa/contratti-dimpresa/quotidiano/2019/01/07/blockchain-strategy-for-the-protection-of-made-italy-products
https://www.forbes.com/sites/ericervin/2018/08/16/blockchain-technology-set-to-revolutionize-global-stock-trading/
https://www.forbes.com/sites/ericervin/2018/08/16/blockchain-technology-set-to-revolutionize-global-stock-trading/
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calculation as basis of society, of law and subjectivity and the belief in the pos-
sibility of programming them (2015, p. 244). According to Rouvroy and Stiegler 
this new way of perceiving ourselves and the world, of steering our society goes 
so far that, based on the exploitation of big data, we’re dealing currently with 
a ‘numbering of life itself, to which is substituted not a truth, but a numerical 
reality, a reality that claims to be the world, that is to say, that claims to be non-
constructed’ (2015, p. 118).

As soon as it is “enough” to run algorithms on massive quantities of data to 
magically bring up hypotheses about the world, which will not necessarily 
be verified, but will be operational, one effectively has the impression of 
having found the Grail, of having attained the idea of a truth that no longer 
has to pass through any test, any investigation, any examination, in order 
to impose itself, and which, in order to emerge, no longer depends on any 
event (Rouvroy and Stiegler 2015, p. 118).

However, the ideas and ideals blockchain promotes basically start where 
the ‘governance by numbers’-ideology has left off: namely at an ‘exhaustion’ 
of ‘public trust in institutions’ (Vigna and Casey 2018, p. 23)—a phenomenon 
that can easily be seen as a direct effect of this number- and algorithm-mediated 
functioning of society, in which, thanks to the growing importance of calculation 
and algorithms, citizens have allegedly been freed ‘from any social construction, 
from any representation, in favour of an immediate access, of an osmosis with the 
world itself in its invincible heterogeneity’ (Rouvroy and Stiegler 2015, p. 117).

Blockchain technology now claims to overcome the need for those—no 
longer—trusted thirds, that is all institutions and persons who traditionally serve 
as mediators of those ‘social constructions’ and ‘representations’. What is faded 
out in this claim, however, is the fact that this implies at the same time the idea 
of overcoming the need to trust in the basis of that which those ‘third parties’ 
usually represent, that authorizes them to serve as legitimating entity, to being 
trusted—that structure of faith that we’re encountering in all societies, as Alain 
Supiot points out, when he explains that:

any government requires that its members give it credit, both in the strong-
est and most technical sense of the word ‘credit’, in order to be sustainable. 
The strongest, because it is indeed a matter of belief, in the dogmatic sense: 
faith in a legal Truth that is imposed on us. The most technical, because this 
belief is not a private affair, but a claim opposable to all and guaranteed by a 
Third Party (Supiot 2015, p. 300).

In other words: for all ‘thirds’, for all mediating institutions in society that 
guarantee the common values underlying all social interactions and transactions 
to be able to act as legitimate, they too need to be legitimized. A valid bond of 
faith needs to be established between them and their addressees. The individual 
subject will only recognise itself as subject and part of the institutional struc-
ture of society, will only recognise the latter as legitimate, if its own ideas, its 
own interpretations, its imaginary, interweave with those at the foundation of 
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legitimacy, i.e. with the ‘social imaginary’ (Castoriadis), in which the collective 
‘symbolism is so deeply rooted’ (Fressard 2005, p. 143). Every society thus cre-
ates a great Third, a symbolic referent, an imaginary framework, which serves as 
legitimating basis for the institutions.

With its claim to overcome the need for trusted thirds, to free the individual from 
any institutional constraints, however, blockchain technology is not only introduc-
ing new perceptions of the world and the self, and thus influencing the imaginary 
basis of our society. It is moreover set out to attack that very logic we described as 
lying at the heart of a society governed by law: by allegedly encoding a consensu-
ally and forge-proof vision of the world, a ‘truth that’s more reliable than any truth 
we’ve ever seen’ (Vigna and Casey 2018, p. 20), the code itself becomes the sym-
bolic referent and abolishes at the same time the need for the mentioned bond of 
faith. Thanks to its open access, everyone can now have access to the algorithmi-
cally established ‘truth-realities’ of a blockchain. The only trust needed now is in the 
allegedly consensually coded algorithm at the base of the blockchain. As a result, 
traditional institutions or human representatives who usually act as messengers of a 
society’s underlying (truth-)vision of the world are being challenged, not only with 
regard to their trust potential but also regarding the need for their service: given that 
this code is at the same time the tool for programming a growing number of life-
governing legal applications.

Displacement of Symbolic and Imaginary Basis of Law

In the next section we take a look at this law that blockchain creates, in order to 
show to what extent it initiates a displacement of the symbolic and imaginary basis 
of what we have so far referred to as law. The so called lex cryptographia is mainly 
constituted by the new quasi-legal structure of smart contracts that are being used 
for regulating and initiating two- or morefold relationships of (trustless) trust. Given 
that these smart contracts can be set up by two or more parties that are located any-
where across the globe, this law operates entirely detached from the traditional ‘third 
party’, i.e. the cultural and national basis of legal legitimacy. Lex cryptographia is a 
law that is no longer legitimized by a culturally established symbolic referent which 
it no longer needs to be as there is no longer a need for recognition or belief: by 
programming the code, the parties to a smart contract are making law, implying—or 
rather coding—the values they take to be fundamental, and initiating the law’s auto-
matic execution: legal basis, law writing, law and its enforcement fall into one.

The replacement of the symbolic referent with code, however, implies at the 
same time a profound displacement of the traditional imagery and symbolic basis 
of law: not only does the coded lex cryptographia initiate a detachment from the 
traditional symbolic referent as its legal legitimacy. It also dissociates the concept 
of law in general from those three dimensions of human life that are constitutive 
for the necessity to agree on a common representation of the world, and that are the 
core elements of the symbolic and imaginary framework a society’s institutional and 
legal system are traditionally rooted in: the territory, language and the body.
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The following section will therefore focus on the legally relevant role of these 
three elements and on how the ‘lex cryptographia’ emancipates itself from them, in 
order to show that this new form of law proves to be in essence anti-representational. 
This section lays ground for the then following argument that by establishing this 
new concept of law, blockchain technology exceeds all existing innovations in digiti-
zation and algorithmization in its social and legal implications.

Emancipation from Language and Interpretation

Firstly, blockchain law initiates an emancipation from language. According to 
Supiot, ‘the bonds of law and the bonds of speech converge, enabling every newborn 
child to become a member of humanity’ (2007, p. viii). For ‘before we can dispose 
of ourselves freely and say “I”, we are already a subject of law, bound—sub-jectum: 
thrown under—by words which tie us to others’ (Supiot 2007, p. viii). Every lan-
guage represents a ‘consensual representation of a world’ (Supiot 2007, p. viii) in 
light of which the institutional system, the law and politics are constructed.

This logic is, as Garapon and Lassègue point out, no longer valid in the context of 
blockchain law, where language itself is being abolished as ‘carrier of law’ (2018, p. 
146). Instead it is being replaced by the code of the blockchain. By ‘linking a situ-
ation to a regime of truth through a technical act’, i.e. by coding instead of naming 
‘what will henceforth be considered real by a public act’, blockchain code proves to 
be ‘a language without representation of the world’ (Garapon and Lassègue 2018, 
p. 142); ‘blockchain removes [the cut that opens the space of fiction (Ricoeur)], 
and the stage of representation is, to all intents and purposes, crushed’ (Garapon 
and Lassègue 2018, p. 162). By converging word and thing in the blockchain algo-
rithm, which is operating automatically once programmed, the room for interpreta-
tion is eliminated. In its ‘if–then’ structure, lex cryptographia operates according 
to the ‘logical principle of noncontradiction’ (Musso 2017, p. 56). It is conceived 
as free of ‘anything ambivalent or paradoxical’ (Musso 2017, p. 56), i.e. free of the 
irrational and unreasonable dimension that defines human and social life. Once it 
is programmed, it acts as ‘robotic law’; all stages of a legal procedure, even sen-
tences or penalties, are automated and executed independently from any controlling 
entity (cf. Garapon and Lassègue 2018, p. 146).

Thanks to distributed ledger, [these data] could be used to prevent […] auto-
mated doors from opening for people whom a smart-contract risk-assessment 
service rates below a threshold of desirability. […] Once delivered and booked 
into jails, smart courts could automate sentences based on an automated 
assessment of future crime potential (Bogost 2017).

Emancipation from Territory

Secondly, the decentralized blockchain structure cuts all legal ties with any terri-
tory. According to Pierre Legendre, a territory implies a ‘genealogical connotation’ 
with regard to the idea of society—as becomes obvious in ‘the politico-legal term 
“patria” inherited from Latinity’ (2009, p. 264). Traditionally, territory and text, as 
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Peter Goodrich points out, overlap in a society’s construction of the great Third: 
serving as the voice of the symbolic referent, the founding legal text is the expres-
sion of that social order established through the ‘places, locations, social positions 
and legal expressions of subject and subjectivity’ (2006, p. 33).

According to Supiot, the ‘governance by numbers’ has made first steps in deter-
ritorializing law by replacing ‘territorial inscription of laws’ with a ‘submission of 
[the] content [of laws] to a calculation of utility’ (2008, p. 103). Thus, instead of 
being bound to a territory, the foundation of law is more and more often based on 
calculable ‘economic harmonies that would preside over the functioning of human 
societies’ (Supiot 2015, p. 103). So far, however, the symbolically charged numbers 
were still represented and mediated by territorially anchored institutions, legitimized 
by the nation state.

Blockchain law now claims to no longer need any tie to a traditional corpus or 
territory. The decentralized and algorithmic establishment of legitimacy implies  
the  idea of a  law that is completely detached from the ‘corpus mysticum’ of the 
state. Rule sets are therefore negotiated on a case-by-case basis, independently of 
any legal corpus, depending on the will of the respective transaction partners and the 
conditions of the individual situation.

The individual customization of applicable norms would capacitate individu-
als to determine the rules applicable to them in line with their respective pref-
erences and to switch between rule sets depending on time and circumstance 
(Finck 2018, p. 80).

Even in the setting of possibly emerging community forms, the legal basis 
remains acephalous and virtual. According to Wright and de Filippi we are thus 
dealing with a ‘new digital common law’:

consisting of an interconnected system of rules interacting with one another in 
a reliable and predictable way, without the need of any third-party institution 
to enforce these rules (de Filippi and Wright 2015, p. 41).

Set up as ‘decentralised borderless virtual nations’ or ‘cloud communities’, these 
‘“state-like” non-territorial polities’ imply, so the argument goes, ‘traditional char-
acteristics of political communities’ (Orgad 2018, p. 257):

People could band together and set rules for their own governance, collect 
taxes, and distribute wealth in ways the group believes is fair. Communities 
could form into nations, unbounded by geographical boundaries, and governed 
through a set of algorithmic rules that can be both established and enforced 
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through voting mechanisms and smart contracts (de Filippi and Wright 2015, 
p. 39).2

By removing the territorial basis, however, these communities abolish, at the 
same time, the representational basis of democracy and of the law rooted therein: 
it is the contingency of our spatio-temporal presence that forces us to agree on a 
common worldview with those we happen to share our existence with. By creating 
opt-in legal systems, the need for compromise, for deliberation on what values the 
law should represent—and thus its democratic basis—is removed (De Filippi 2018, 
p. 275).

Emancipation from the Body

Thirdly, blockchain law conceives a form of legal subjectivity that abolishes its cor-
poreality. According to Legendre and Supiot subjectivity is constituted by a process 
of division between the biological and symbolic, by which the body is, at the same 
time, inscribed into symbolic representation. In that sense, Legendre, referring to 
Lacan’s mirror paradigm, explains that ‘[via] the path of representation it detaches 
itself from the state of a biological object and becomes fiction’ (Legendre 1994, p. 
41). By integrating the individual’s body into the corpus of law, the legal institutions 
of a society guarantee that the body is not treated as a commodified object.

Again, with digitization, a first step has been taken into the direction of a matter-
free existence3: with e-residency that was inaugurated in Estonia in 2014 a form of 
virtual residency came into being which is supposed to be ‘an international “pass-
port” to the virtual world’ (Sullivan and Burger 2017, p. 470). While this passport 
essentially represents an entry ticket to the Estonian economy, e-citizens remain gen-
erally bound by their ’national identity’, and as such tied to the corpus of a nation as 
well as to the body (‘biological citizenship’) (Heinemann 2016, p. 8).

Blockchain-based subjectivity, however, is conceived as purely virtual and code- 
or else data-based, and thus independently of any institutional pre-definition. No 
longer ‘dependent on a person’s legal entitlement through citizenship or physical 
presence in a country’ (Sullivan and Burger 2017, p. 472), the transnational, digi-
tized subject gains what is called ‘self-sovereign identity’: it is enabled to ‘manage 
[his/her] identity-related information […] without the need to refer to any trusted 
authority or intermediary operator’ (Wang and de Filippi 2020, p. 33), by facilitating 

2 An already existing example is the Bitnation project. With its ‘Pangea platform’ it enables anyone to 
create her own state or ‘Decentralised Borderless Voluntary Nation (DBVN)’: ‘Through simply down-
loading an app on your smartphone, you can choose your code of law, your preferred arbitration method, 
write a smart contract, and get married, title your land, notarize a will, incorporate a company, get health 
insurance, and much more, in just a few minutes for a couple of dollars. It is backed by an ID and reputa-
tion system dispute resolution, and an app library where people can upload and share or sell their own 
do-it-yourself governance apps’ (https:// blog. bitna tion. co/, 2015).
3 cf. la ‘Declaration of the Independence of Cyberspace’ https:// www. eff. org/ de/ cyber space- indep enden 
ce.

https://blog.bitnation.co/
https://www.eff.org/de/cyberspace-independence
https://www.eff.org/de/cyberspace-independence
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‘trust and the secure sharing of information with multiple independent parties across 
broad networks’ (Ciobanu 2018).

With regard to its legal activities, the subject   therefore obtains the power to 
define, individually and on a case-by-case basis, the rules of its globally operative, 
automated and peer-to-peer legitimized existence. It is bound by—or binds itself 
to—the code alone, i.e. lex cryptographia, the foundation of which, as we have seen, 
is itself acephalous and fluid: individually negotiable, this law’s terms and provi-
sions depend on the respective transactional context or on the membership of the 
chosen ‘cloud community’. In that sense, the subject is conceived of as not only 
being detached from the heteronomous sovereignty of state and law—but eventually 
also from the heteronomy of its own body: this begins with the idea of ‘decentral-
ized government services’ (‘just because you live in a particular geography should 
not restrict you to certain government services’ (Swan 2015, p. 47)) and ends with 
the plans for ‘personal thinking blockchains’, in the sense of ‘mindfiles’, i.e. ‘the 
recording of every “transaction” in the sense of capturing every thought and emo-
tion of every entity, human and machine, encoding and archiving this activity into 
life-logging blockchains’ (Swan 2015, p. 43).

Why Do Blockchain Technology and Lex Cryptographia Matter?

Looking at the scenarios described above, the impacts of blockchain technology and 
its law seem, at first sight, to be limited to only a small number of legal contexts, and 
especially to the virtual realm. And as a matter of fact, the idea of a total emancipa-
tion of the body, of a complete disembodiment, the idea that blockchain would ena-
ble us to establish and administer social life in a completely virtual and body-less, 
text-less, and state-less manner, seems downright unrealistic and utopian (or rather 
dystopian). In a similar vein, authors such as Michèle Finck and others stress that 
the idea that blockchain technology could replace state and law is ‘misguided’, that 
the ‘success of blockchains is hence to no small degree contingent on recognition by 
the real world, and it simply cannot refuse to account for external legal requirements 
and systems’ (Finck 2018, p. 85); that ‘[c]ompliance with existing legal systems is 
required if blockchain and blockchain-based applications are to have a real-world 
impact’ (Finck 2018, p. 86).

However, not only in the economic field, but also in political and legal contexts, 
we are currently observing a growing recognition of certain blockchain applications, 
especially those that pursue, in an increasingly sophisticated way, the emancipation 
of traditional ‘legal systems’. In the following, we shall therefore analyse why this 
new form of law has implications that go beyond its virtual and disembodied realm 
of applications and why it should be of concern to us all. Human life is necessarily 
bound to physical and bodily presence. And so it seems all the more appropriate to 
take a critical look at the imaginary and symbolic consequences that an expansion 
of the scope of application of these legal instruments, based on ideas of a virtual 
and disembodied existence, could entail; as well as to critically assess the claim that 
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blockchain technology empowers the individual subject to be ‘self-sovereign’ by 
abolishing the heteronymic constraints of political and economic institutions.

Lex Cryptographia’s Impact on the Traditional Social and Legal Imaginary

Firstly, we need to raise the question of what ideas of law, of legal values and ide-
als, initiated by this technology, might encroach on the traditional ‘collective imagi-
nation’. In this context, it seems appropriate to turn our focus to those blockchain 
applications that are currently enjoying increasing success, and that not only strive 
to establish decentralized and contractualist institutional structures, detached from 
national corpora and nomos, but which aim at establishing a new conception of jus-
tice: the platforms for ‘decentralized justice’ or ‘crowdsourced arbitration’.

In line with the general effort of blockchain technology proponents, these appli-
cations promise to overcome the need to resort to national jurisdictions even in the 
event of legal disputes. This means that where—despite all efforts—the non-pro-
grammable nature of a human person, or a non-erasable ambivalence of contrac-
tual provisions requires legal interpretation or a posteriori dispute resolution, spe-
cific dispute resolution tools that operate transnationally and trans-jurisdictionally 
shall now take effect. Unlike existing online dispute resolution (ODR) platforms 
that remain linked to existing institutions of jurisprudence, this approach relies on 
‘crowdsourcing the adjudication of disputes to a worldwide pool of willing juror-
arbitrators’, ‘all of whom interact through decentralised apps (“dApps”) built on top 
of the blockchain’ (Metzger 2019, p. 81; p. 83).

In order to give a brief overview of their functioning, we will take a look at the 
most developed, ambitious and successful project among those that exist so far4: 
the application Kleros, which, by setting up ‘decentralized courts’, promises ‘fast, 
open and affordable justice for all’ (Ast et al. 2019), which is not only supposed to 
‘mak[e] things faster and less expensive, but […] also [to] mak[e] the decisions bet-
ter’ (Winter 2019).

In accordance with the basic approach of blockchain technology, the referral to 
this decentralized jurisdiction occurs automatically, i.e. following the occurrence of 
certain conflicting circumstances in the context of an intelligent contract. It is there-
fore a procedure integrated into the contractual programming that does not cancel 
the automatic execution of the contract but suspends it until the conflict is resolved.

The modus operandi of the so-called arbitration court is then based on a combina-
tion of crypto-economic principles and game theory. It departs from the assumption 
that people unknown to each other, who do not communicate and do not trust each 
other, can still reach a consensus by choosing certain ‘focal points’ (called Schell-
ing points) that, so they assume, have characteristics that will lead others to choose 
them as well. In the case of the Kleros application, these focal points are ‘honesty 
and fairness’, i.e. the consensus to be determined is the just—or rather ‘true and 

4 Such as Aragon, Jur, OATH, Juris, etc.—cf. a detailed listing in Metzger 2019.
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fair’—judgment in a given dispute; the ‘people unknown to each other’ are jurors 
selected at random,  according to a random number generator, on a case-by-case 
basis. Their function is to reach, independently of each other, a consensus of justice, 
which ultimately turns out to be a majority decision: the idea is ‘to vote what they 
think, other parties think, other parties think […] is honest and fair’ (Ast et al. 2019). 
And ‘the resolution with the most juror support wins’ (Schmitz and Rule 2019, p. 
118). The qualification as well as the incentive to participate in these proceedings is 
financial: in order to become a juror you have to pay a certain amount of ‘Pinakion’ 
tokens; once this is done, you are then encouraged to participate impartially, namely, 
‘to vote with the majority because [you] win tokens’ (Fenton 2019).

So far, ‘applications for Kleros include managing disputes over escrow accounts 
and insurance payments, and resolving claims of abuse on social networks’ (Schmitz 
and Rule 2019, p. 188), but the goal is clearly to expand and intensify the scope of 
implementation (George 2018). Thus, the ‘Kleros Fellowship of Justice’ advances 
projects aimed at developing new use cases in the corporate sector, but also in inter-
national arbitration contexts and specific judicial systems (currently, among others: 
India, Colombia, Mexico). And even in the context of the current Covid-19 pan-
demic, the importance of this possibility of virtual ‘decentralized arbitration’ is 
increasingly celebrated as most promising solution (Aves 2020).

In addition to this platform’s expansion of scope, and the recognition that accom-
panies it,5 and its corollary of an inevitable narrowing of the field of activity of tra-
ditional jurisdictions, it seems particularly relevant to consider these platforms with 
regard to the symbolic and imaginary basis of the here promoted law. Thus, the first 
question that arises is the following: could this transjurisdictional jury give rise to a 
new—representational—body based on new conceptions, values and ideals of law?6 
In other words: does the suspension of the automatic execution of the contract open 
a loophole, in the sense of a new Ricoeurian ‘cut’, and does it therefore base the 
technology, contrary to what was described above as its anti-representational nature, 
on a new—and even ‘better’—set of law-founding ideas, imaginaries, values?

Indeed, this dispute resolution procedure that requires human intervention might, 
at first glance, be considered as a moment where new imaginary and symbolic 
grounds of law could arise. If this were the case, a more critical focus would then 
need to be turned to who the jurors are, as well as to how they reach their verdict. 
Here the occasional concerns about the selection and recruitment of jurors, which 
raise questions of integrity and balance, need to be highlighted (Metzger 2019, p. 
100). Even more of an issue would then be the question whether game theory and 
the Schelling Points can in fact ensure that ‘a group of unidentifiable, dispersed peo-
ple who may have different legal and cultural understandings of a particular dispute 
will be able to coalesce around a “correct outcome”’ (Metzger 2019, p. 100).

5 The Public Investment Bank of France awarded the Kleros project with the highly endowed innovation 
grant: https:// blog. kleros. io/ french- bank- grants- subsi dy- to- kleros/.
6 Thus, the founder of the Kleros suggests an analogy with the Greek legal system, which he further 
emphasizes by the denomination of the jury system (Kleros) and tokens like Pinakion (Ast 2017).

https://blog.kleros.io/french-bank-grants-subsidy-to-kleros/
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And yet, it is not only the mention of those ‘dispersed people who may have dif-
ferent legal and cultural understandings’ (Metzger 2019, p. 100), i.e. the once again 
acephalous and fluctuating foundation of this concept of law, that leads us to con-
clude that this site remains faithful to the basic—anti-representational—principles 
of the blockchain. By considering its underlying conception of justice, defined by 
majority decisions and the correctness of data, we understand that the here promoted 
idea of justice has nothing to do with its traditional conception. Contrary to the con-
ception of justice as being anchored in an ultimate negativity, as a founding axiom 
of the legal system and as a dogmatic foundation ‘which itself cannot be founded’ 
(Fabre-Magnan 2018, p. 308), the so-called decentralized justice is now defined as 
the victory of the ‘correct’ vote, of the vote of the majority. Justice thus becomes 
quantifiable, measurable, and, betting on the ‘winners on the blockchain’, it is trans-
formed into ‘mob justice’ (Schmitz and Rule 2019, p. 117). And ultimately: any 
attempt to interpret the blockchain juror activity as a transcultural or transnational 
process of collective search for that indefinable sense of justice, which, as Simone 
Weil describes it, lies ineffably at the bottom of the heart of every human being 
(Weil 1962, p. 10), and which might therefore connect the dispersed jurors to each 
other, seems to be foredoomed by the websites insisting on the fact that the ‘most 
obvious’ reason for becoming a juror is the fact that ‘you can make money’.

Returning to the question of which ideas, values, and imaginaries might encroach 
with the expansion of those applications on the ‘collective imagination’, we are 
learning that the dissemination of a new concept of justice is precisely the declared 
aim of the founders and followers of these decentralized courts. In this vein, Pro-
fessor Eyal Winter complains about the still widespread, ‘very difficult’ and yet to 
be overcome attitude that ‘you can’t let a computer decide justice’ (2019). And the 
founder of the Kleros app, Federico Ast, adds: ‘I always say that Kleros is about 
building computer software, but it’s also about upgrading the mental software of 
what people see as justice’(Ast in Winter 2019).

The Subject of Lex Cryptographia: Self‑Sovereignity—or New Heteronomies?

Next to these symbolic and imaginary consequences that, by themselves, should 
already be reason enough to not let the expansion of blockchain technology proceed 
unnoticed, the blockchain claim to free the individual subject from all institutional 
and other (bodily) heteronymic constraints has, secondly, much more concrete and 
pressing implications. We should therefore consider to what degree the code is in 
fact an abolishment of institutional heteronomies, and assess especially critically the 
fact that the inevitably heteronomous effect of the code itself is generally not per-
ceived as a restriction of autonomy. In this context, one is usually referred to the 
blockchain’s consensual foundations. This argumentation, however, seems problem-
atic for two reasons.

On the one hand, programming the code underlying a blockchain requires (at 
least until now) specific computer skills. Programming the basis of a blockchain net-
work therefore lies in the hands of a few individual programmers. In addition, the 
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admission of new data, values, etc., is essentially determined by miners, who thus 
occupy a central position in the orientation of a blockchain (Atzori 2017, p. 17). The 
political-legal dimension of their influence becomes especially visible in use cases 
like the discussed crowdsourced arbitration, where programmers not only decide 
about what is to be considered a legal dispute or how the jurors are being chosen, 
but are predefining the judgments from which the jurors can choose. This necessar-
ily raises the question of the emergence of new power structures, as Atzori explains: 
‘In a world increasingly reliant on technology and ruled by networks, whoever owns 
and controls these platforms will always have a significant power over civil society 
on a global scale’ (Atzori 2017, p. 29). In this context, it is notably worth referring 
back to the increasing implementation of private or hybrid blockchains, that operate 
under the control of a central management organ, which is thus inevitably bestowed 
with ever greater power.

On the other hand, the question of whether we are actually dealing with an abol-
ishment of institutional constraints, is all the more relevant, if we turn back our focus 
to the question of the body. As mentioned above, Finck pointed out that it is ‘mis-
guided’ to believe that blockchains could develop any ‘real world’-impact as long as 
they are non-compliant with existing legal systems. Taking a closer look, however, 
at what certain blockchain applications promise, it does not seem any less misguided 
to believe that lex cryptographia remains limited to its virtual space of application, 
as long as it is not recognized by the ’real world’. More precisely, we need to real-
ize that even in its virtual, disembodied dimension it certainly does have a relevance 
with regard to what here seems to be called the ’real world’.

Let me explain in detail: we are dealing with a robotized law, ultimately noth-
ing more than a system of programming, which covers everything that can obey or 
comply with its rules—meaning, in this context, everything that is programmable. 
The first condition to becoming an integral part of this legal system is therefore to be 
programmable—a condition that, due to the ‘progressive colonisation of the physi-
cal world by connected objects’ (Rouvroy 2018, p. 418), is about to be met by an 
increasing number of actually material—physically present—objects: ‘In 2025, […] 
every “normally connected” person is likely to interact with connected devices or 
objects every eighteen seconds, i.e. 4800 times a day’ (Rouvroy 2018, p. 418).7 As a 
result, lex cryptographia increasingly has the capacity to leave its virtual scope and 
extend into areas of material presence.

The individual subject itself—as legal subject of a lex cryptographia system—
appears, as shown above, in the process of its ‘blockchainification’ (Bogost 2017) 
primarily as a data carrier: the data that the subject discloses for insurance purposes, 
property transfers, identity management, etc. will define its identity and will also be 
linked, through algorithmic programming, to provisions of property, etc. And thus, 
with regard to the blockchainified property of these data carriers-legal subjects, we 

7 With reference to David Reinsel, John Gantz, John Rydning, Data Age 2025: The Evolution of Data 
to Life-Critical, April 2017, https:// www. import. io/ wp- conte nt/ uploa ds/ 2017/ 04/ Seaga te- WP- DataA 
ge2025- March- 2017. pdf.

https://www.import.io/wp-content/uploads/2017/04/Seagate-WP-DataAge2025-March-2017.pdf
https://www.import.io/wp-content/uploads/2017/04/Seagate-WP-DataAge2025-March-2017.pdf
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are witnessing what could be called a superposing not only of the law, its juridical 
fundament and its execution, but also of the legal subject and object:

In the case of smart property […], ownership could be both defined and man-
aged by source code. A person who qualifies as the technological owner (as 
opposed to the legal owner) of smart property enjoys absolute sovereignty over 
that resource, which cannot be seized by anyone unless specifically provided 
for by the underlying code (de Filippi and Wright 2015, p. 35).
[Smart contracts] could be used to automatically check a decentralized online 
identity platform and digitized criminal records to assess whether the person 
satisfied certain preconditions that define who can and who cannot own or use 
guns. […] More drastically, smart contracts could be tied to an Internet-con-
nected gun, which could only be operated if these pre-conditions were met (de 
Filippi and Wright 2015, p. 36).

Contrary to what is usually proclaimed with regard to blockchain’s relevance and 
implementation, the physical presence of the ‘self-sovereign’ subject is therefore very 
much affected. Due to its unprogrammable nature, the subject’s body and physical pres-
ence, necessarily remains excluded from the legal system of blockchain but is yet no 
less concerned by its scope of application. The concept of subjectivity that emerges 
here fundamentally contradicts the traditional conception of legal subjectivity, in par-
ticular according to the perspective of Legendre, Supiot, and Musso: as explained 
above, these authors understand subjectivity as being constituted by separating the 
body from its biological dimension, by inscribing it into the symbolic representation, 
which in turn, through the concept of legal personality, guarantees that the body is not 
treated as a commodified object.

In the anti-representational logic of blockchain technology, we observe a contrary 
dynamic: as a non-programmable object, the body has no place and is non-existent in 
the universe of lex cryptographia. In blockchain structures, there is no symbolic rep-
resentation, and thus—in the sense of a reverse application of Legendre’s logic—the 
body loses its vested place. In the context of blockchain law, the legal personality in its 
traditional sense of ‘unity of body and mind’ (Supiot 2017, p. 10) dissolves. The body 
is left behind in a dimension of unrepresented presence and finds itself, vis-à-vis the 
blockchain law, inevitably degraded to a biological object. As a pure body [Leib] it is, 
in this very unrepresented presence, confronted with objects belonging to a different 
realm of presence, of a robotic and therefore non-symbolic legal order.

In other words, with the increase of smart objects, of material objects that can be 
integrated into the algorithmic system of a blockchain, a new form of programmed, 
automatic and ultimately robotized presence emerges—a presence that all those non-
programmable presences are confronted with which necessarily remain excluded from 
the anti-representational law of blockchain.

Regardless of the protection of the body in the traditional rule of law, these kinds 
of confrontations between unrepresented presence and robotized presence should 
demand our attention—and make obvious why ‘blockchain matters’ already now. 
Whenever blockchain exercises its legal power, it comes with the risk of triggering 
clashes between two different kinds of presences, between two different legal systems. 
Ensuring blockchain’s ‘compliance with existing legal systems’ (Finck 2018, p. 86) is 
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therefore not enough: it proves to be a simple remedy for what turns out to be a funda-
mental division between two different types of organizing presence. And this division 
urgently needs to be addressed: each request to bridge blockchain legal systems ‘with 
legal systems and their overarching ideals’ (Finck 2018, p. 80) should take into account 
the role of the body, language and territory, i.e. those elements of human existence 
which are inextricably bound to interpretation, to symbolic and imaginary representa-
tion, and which therefore necessarily remain excluded from the law of blockchain.

Conclusion

Every technology and its applications are based on a dialectical relationship with 
social practice—and it is up to us to shape this relationship. However, it is precisely 
the anti-representational structure inherent in blockchain technology and the result-
ing robotized law and presence that constrain our scope in shaping its practical 
effects and implementations. This challenges us to take a closer look at the moment 
of transfer of the representations of law and justice into the code of blockchain.

This moment of programming the anti-representational system of blockchain can 
no longer be a matter of merely keeping in mind the sens commun of the consensual 
representation of the world, of our traditional values and principles, that take into 
account the physical and material dimension of our existence and its precariousness. 
The focus must rather lie on the more fundamental question of what a general eman-
cipation from territory, language and body means for questions of justice, power, 
and other founding values, and how far we want to allow this emancipation to go. 
Awareness must rise to the risks involved in the transfer of certain ideas and values 
into programmed structures of an anti-representational, robotic (automatic self-exec-
utive) system.

Where materiality is left to the space of non-represented presence, its heterono-
mous force risks becoming all the more violent, especially in cases where power 
itself is no longer rooted either in a material sphere or in the symbolic body of an 
imaginary community, but operates as an acephalous structure according to criteria 
that are algorithmically coded—and incomprehensible to the individual. ‘We must 
never forget that, where power and representation are concerned, the human body 
necessarily plays a part’ (Legendre 2005, p. 155).
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