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#### Abstract

Our purpose is to describe elliptic curves with complex multiplication which in characteristic 2 have the following useful properties for constructing Diffie-Hellman type cryptosystems: (1) they are nonsupersingular (so that one cannot use the Menezes-Okamoto-Vanstone reduction of discrete $\log$ from elliptic curves to finite fields); (2) the order of the group has a large prime factor (so that discrete logs cannot be computed by giant-step/baby-step or the Pollard rho method); (3) doubling of points can be carried out almost as efficiently as in the case of the supersingular curves used by Vanstone; (4) the curves are easy to find.


## 1 Introduction

In Atkin's version of the Goldwasser-Kilian primality test ([1], [9]) one starts with a quadratic imaginary field $K=\mathrm{Q}(\sqrt{-D})$ and then constructs an elliptic curve over a finite field which is the reduction of an elliptic curve with complex multiplication by $K$. This idea can also be applied to the search for elliptic curves which are suitable for the type of cryptosystem described in [3], [8]. As in the primality test, we are looking for elliptic curves whose number of points is equal to a large prime number times a small factor. However, unlike in the primality test, where the curves are defined over very large prime fields. our curves will be defined over small fields. Morcover, we shall be interested in an additional property of the curves, the property of having a small trace of Frobenius. In particular, we shall study curves over small fields of characteristic 2 for which the trace of the Frobenius map is $\pm 1$, i.e., for which the complex multiplication field is $\mathbf{Q}(\sqrt{-D})$ for $D=2^{k+2}-1$ a Mersenne number. Such curves lend themseives to particularly efficient computation, since the doubling of points (more precisely, multiplying points by $2^{k}$ ) can be speeded up when this condition holds.

## 2 Anomalous curves

An elliptic curve $E$ defined over the field $\mathbf{F}_{q}$ of $q$ elements will be called "anomalous" if the trace of the Frobenius map (the map $(x, y) \mapsto\left(x^{q}, y^{q}\right)$ ) is equal to 1. Equivalently, an "anomalous" curve over $\mathbf{F}_{q}$ is one for which the number of $\mathbf{F}_{q}$-points is equal to $q \cdot{ }^{1}$ On an anomalous elliptic curve $E$ over $\mathbf{F}_{q}$, the Frobenius map $\varphi$ satisfies the characteristic equation $T^{2}-T+q=0$.

We shall also be interested in the "twist" $\tilde{E}$ of $E$, whose Frobenius satisfies $T^{2}+T+q=$ 0 (the number of $\mathbf{F}_{q}$-points on $\widetilde{E}$ is $q+2$ ). By the " $n$-twist" $\widetilde{E}_{n}$ of $E$ we mean the twist of the curve $E$ regarded as a curve over the extension field $\mathbf{F}_{q^{n}}$ (thus, $\widetilde{E}_{1}=\widetilde{E}$ ). If $q$ is odd and $E$ has equation $y^{2}=x^{3}+b x+c$, then $\tilde{E}_{n}$ has equation $\beta y^{2}=x^{3}+b x+c$, where $\beta \in \mathbf{F}_{q^{n}}$ is a nonsquare; if $q$ is even, then the equations are a little different, as we shall see in the examples below. If $n=2^{r} n_{0}$ with $n_{0}$ odd, then $\tilde{E}_{n}$ can be defined over the smaller field extension $\mathbf{F}_{q^{2 \boldsymbol{r}}}$, and its Frobenius map $(x, y) \mapsto\left(x^{q^{q^{r}}}, y^{q^{q^{r}}}\right)$ satisfies the equation $T^{2}+a T+q^{2^{r}}=0$, where $a$ is the trace of the complex number $((1+\sqrt{T-4 q}) / 2)^{2^{r}}$.

The most important case for practical implementation is $q=2^{k}$. In that case, the computation of $\varphi:(x, y) \mapsto\left(x^{2^{k}}, y^{2^{k}}\right)$ on an $\mathrm{F}_{2^{k n} \text {-point }}$ is accomplished by a shift operation of negligible time. Thus, if we want to multiply a point $P$ by $2^{k}$ on an anomalous curve, the fastest way to do this is to use the identity $\varphi^{2}-\varphi+2^{k}=0$, i.e., $2^{\mathrm{k}} P=\varphi(P)-\varphi^{2}(P)$, since instead of $k$ additions of points we need only perform one. (On the twisted curve $\widetilde{E}$, one analogously has $2^{k} P=-\varphi(P)-\varphi^{2}(P)$.)

The greater efficiency obtained if one can double points by taking squares in $\mathbf{F}_{2^{n}}$ was first realized by Menezes and Vanstone [6], who were working with curves defined over $\mathbf{F}_{2}$ whose Frobenius map has trace 0 , i.e., satisfies the relation $T^{2}+2=0$. In that case, since $2 P=-\varphi^{2}(P)$, no addition of points is required, i.e., doubling of points is "free." However, curves with 0 trace of Frobenius are supersingular. In [7] it was shown that the discrete $\log$ problem on a supersingular elliptic curve reduces to the discrete $\log$ problem in the multiplicative group of a finite field of about the same size. That is, supersingular elliptic curve cryptosystems are now known to be no more secure than the original Diffie-Hellman cryptosystem in a small extension of the underlying finite field. For this reason we shall keep away from curves whose Frobenius map $\varphi$ has trace 0 . The anomalous curves - those for which $\varphi$ has trace 1 - are the "next best thing."

In general, for given $q$ the equation of an anomalous elliptic curve over $F_{q}$ can be found

[^0]by finding $\mathbf{F}_{q}$-roots of the modular equation corresponding to the complex multiplication field $\mathbf{Q}(\sqrt{1-4 q})$, as explained in [4]. However, in our examples we shall be concerned only with small $q$, for which an equation for $E$ can be found quickly by trial and error.

Theorem. Let $E$ be an anomalous elliptic curve defined over $\mathbf{F}_{q}$, and let $\tilde{E}$ be its twist.
(a) If $P$ is an $\mathbf{F}_{q^{n}}$-point on $E$ (or $\widetilde{E}$ ), then the multiple $q P$ can be computed with a single addition of points (together with shift operations for the computation of $x \mapsto x^{q}$ in a normal basis of $\mathbf{F}_{q^{n}}$ ).
(b) In the special case $q=2$, any of the multiples $2^{l} P$ for $l \leq 4$ can be computed with a single addition of points.

Proof. Part (a) follows from the above discussion.
(b) In the case $q=2$, at first it might seem that an anomalous curve has no advantage, because computing $2 P=P+P$ takes only one addition of points anyway. However, if we use the relation $T-T^{2}=2$ satisfied by $\varphi$, iterate and simplify, we obtain the following polynomial identities satisfied by the $\operatorname{map} \varphi$ (which is defined on the $\mathbf{F}_{2^{n}}$-points of $E$ by $\left.P_{(x, y)} \mapsto P_{\left(x^{2}, y^{2}\right)}\right):$

$$
\begin{aligned}
4 & =2 T-2 T^{2}=\left(T-T^{2}\right) T-2 T^{2}=-T^{3}-T^{2} \\
8 & =4 \cdot 2=\left(-T^{3}-T^{2}\right)\left(T-T^{2}\right)=-T^{3}+T^{5} \\
16 & =4^{2}=T^{6}+2 T^{5}+T^{4}=T^{6}+\left(T-T^{2}\right) T^{5}+T^{4}=-T^{7}+2 T^{6}+T^{4}= \\
& =-T^{7}+\left(T-T^{2}\right) T^{6}+T^{4}=T^{4}-T^{8}
\end{aligned}
$$

(The analogous formulas on the twist $\widetilde{E}$ are obtained from these by replacing $T$ by $-T$.) Thus, in computing $k P$, any string of $l \leq 4$ zeros can be handled with a single addition of points, as claimed.

Roughly speaking, if one uses $k$ 's of small Hamming size, one gets doubling of points "almost $3 / 4$ for free." If $E$ has equation $y^{2}+x y=f_{3}(x)$ for $f_{3}(x) \in \mathbf{F}_{2}[x]$ of degree 3 (an explicit equation will be given below), and if $P=P_{(x, y)}$ is an $\mathbf{F}_{2^{n}}$-point, then the above binomials in $T$ lead to simple formulas for $2^{l} P, l \leq 4$, for example: $8 P_{(x, y)}=$ $P_{\left(x^{8}, x^{8}+y^{8}\right)}+P_{\left(x^{32}, y^{32}\right)}$.

Alternately, as Victor Miller pointed out to me, for $k$ arbitrary it is efficient to write
$k$ to the base 16 and precompute $k_{0} P$ for $1 \leq k_{0}<16$. Then if one uses the last formula above to compute $16^{j} P$, it is easy to see that on the average the number of additions of points is less than $1 / 3$ of the expected number of additions of points required with the repeated doubling method based on the binary expansion of $k$.

## 3 Number of points

Let $E$ be an anomalous curve over $\mathbf{F}_{q}$, and let $\tilde{E}_{n}$ be its $n$-twist. Then there is a simple relationship between the number $N_{n}$ (resp. $\tilde{N}_{n}$ ) of $\mathbf{F}_{q^{n}}$-points on $E$ (resp. on $\widetilde{E}_{n}$ ) and the root $\alpha=(1+\sqrt{1-4 q}) / 2$ of the characteristic polynomial $T^{2}-T+q$. Namely, $N_{n}=\left|\alpha^{n}-1\right|^{2}, \widetilde{N}_{n}=\left|\alpha^{n}+1\right|^{2}$. This leads to a very simple algorithm for computing $N_{n}$ and $\tilde{N}_{n}$ : first compute the Fibonacci-type sequence $a_{n}$ given by $a_{0}=2, a_{1}=1$, $a_{n+1}=a_{n}-q a_{n-1}$ for $n \geq 1$; then $N_{n}=q^{n}+1-a_{n}$ and $\tilde{N}_{n}=q^{n}+1+a_{n}$.

Once we have an anomalous curve $E$ defined over $F_{q}$, we want to find an extension field $\mathbf{F}_{q^{n}}$ such that the number $N_{n}$ of $\mathbf{F}_{q^{n}}$-points on $E$ or the number $\tilde{N}_{n}$ of $\mathbf{F}_{q^{n-}}$-points on $\widetilde{E}_{n}$ is divisible by a large prime (say, of at least 30 digits). Because $N_{n}=\left|\alpha^{n}-1\right|^{2}$ and $\tilde{N}_{n}=\left|\alpha^{n}+1\right|^{2}$, it follows that $N_{n_{1}} \mid N_{n}$ whenever $n_{1} \mid n$ and $\tilde{N}_{n_{1}} \mid \tilde{N}_{n}$ whenever $n / n_{1}$ is an odd integer. So if $N_{n}$ (resp. $\tilde{N}_{n}$ ) is to be a product of a small factor and a large prime, we must take $n$ equal to a prime (resp. equal either to a prime or else to a prime times a very small power of 2 ).

## 4 Examples defined over $\mathrm{F}_{2}$

Here we consider the anomalous curve $E: y^{2}+x y=x^{3}+x^{2}+1$ over $\mathrm{F}_{2}$ and its twist $\tilde{E}: y^{2}+x y=x^{3}+1$, which have complex multiplication by $\mathbf{Q}(\sqrt{-7})$. For certain prime $n$ one has $N_{n}=2$-prime (or $\widetilde{N}_{n}=4$-prime). Here is a table of all values of $N_{n} / 2$ and $\tilde{N}_{n} / 4$ for $n<200$ which are prime (actually, probable prime, since I verified primality using Mathematica) and which are of at least 30 digits:

$$
\begin{aligned}
& N_{101} / 2=1267650600228230886142808508011 \\
& N_{107} / 2=81129638414606692182851032212511 \\
& N_{109} / 2=324518553658426701487448656461467 \\
& N_{113} / 2=5192296858534827627896703833467507
\end{aligned}
$$

$N_{163} / 2=5846006549323611672814741753598448348329118574063$

$$
\begin{aligned}
& \tilde{N}_{103} / 4=2535301200456459535862530067069 \\
& \tilde{N}_{107} / 4=40564819207303335604363489037809 \\
& \widetilde{N}_{131} / 4=680564733841876926932320129493409985129
\end{aligned}
$$

Thus, for example, the number of points on the curve $y^{2}+x y=x^{3}+1$ over $F_{2^{131}}$ (a field which according to the table in [11] has an optimal normal basis) is divisible by a 39-digit probable prime. (The field $\mathbf{F}_{2}{ }^{13}$ also has an optimal normal basis.)

## 5 Examples defined over $\mathbf{F}_{4}, \mathrm{~F}_{8}$ and $\mathrm{F}_{16}$

I. We consider the curve $E: y^{2}+x y=x^{3}+\gamma$, where $\gamma \in \mathbf{F}_{4}$ satisfies $\gamma^{2}=\gamma+1$, and its twist $\widetilde{E}: y^{2}+x y=x^{3}+\gamma x^{2}+\gamma$. The curves $E$ and $\widetilde{E}$ have complex multiplication by $\mathbf{Q}(\sqrt{-15})$. For certain prime $n$ one has $N_{n}=4$-prime or $\tilde{N}_{n}=6$-prime. Here is a table of all probable prime values of at least 30 digits of $N_{n} / 4$ and $\widetilde{N}_{n} / 6$ for $n<100$ :

$$
\begin{aligned}
& N_{67} / 4=5444517870735015415344659586094410599059 \\
& N_{79} / 4=91343852333181432387730573045979447452365303319 \\
& \tilde{N}_{59} / 6=55384499824371494566505749990887769
\end{aligned}
$$

Note that the fields $\mathbf{F}_{4^{67}}$ and $\mathbf{F}_{4^{79}}$ have optimal normal bases [11].
II. We consider the curve $E: y^{2}+x y=x^{3}+\gamma$, where $\gamma \in \mathbf{F}_{8}$ satisfies $\gamma^{3}=\gamma+1$, and its twist $\widetilde{E}: y^{2}+x y=x^{3}+x^{2}+\gamma$. The curves $E$ and $\widetilde{E}$ have complex multiplication by $\mathbf{Q}(\sqrt{-31})$. For certain prime $n$ one has $N_{n}=8$ prime or $\tilde{N}_{n}=10$ prime. Here is a table of all probable prime values of at least 30 digits of $N_{n} / 8$ and $\tilde{N} / 10$ for $n<66$ :

$$
\begin{aligned}
& N_{37} / 8=324518553658426723114957572335741 \\
& \widetilde{N}_{47} / 10=278759314981632789268903181396173621874561 \\
& \widetilde{N}_{59} / 10=19156194260823610729479337915747318375048137080701777
\end{aligned}
$$

III. Finally, we return to the curve $E: y^{2}+x y=x^{3}+x^{2}+1$ in $\S 4$, and consider its 4-twist $\tilde{E}_{4}: y^{2}+x y=x^{3}+\gamma x^{2}+1$, where $\gamma \in \mathrm{F}_{16}$ is an element with absolute trace 1. Since the 4 -th power of $\alpha=(1+\sqrt{-7}) / 2$ is $(1-3 \sqrt{-7}) / 2$, it follows that $E$ regarded over $\mathbf{F}_{16}$ is also anomalous. (The fact that the same curve is anomalous over both $\mathbf{F}_{2}$ and $\mathbf{F}_{16}$ is to be expected, because the complex multiplication fields $\mathbf{Q}\left(\sqrt{1-2^{k+2}}\right)$ are the same when $k=1$ and $k=4$, since $\sqrt{-63}=3 \sqrt{-7}$.) For certain $n$ equal to 4 times a prime, one has $\widetilde{N}_{n}=\widetilde{N}_{4}$.prime $=18$ prime. There is one case for $n<200$ when $\widetilde{N}_{n} / 18$ is a prime of more than 30 digits:

$$
\tilde{N}_{148} / 18=19822884620916109459140767798279811163792081
$$

The field $F_{2^{148}}$ happens to have an optimal normal basis [11].

In summary, the above elliptic curves all give rise to Diffie-Hellman type cryptosystems which are secure at our present level of knowledge and technology. The examples in $\S 4$ have the additional feature that, when computing a multiple $k P$, any string of $\leq 4$ zeros in the binary representation of $k$ can be handled with only a single addition of points. In the case of the examples in $\S 5 . I$ (respectively, $\S 5 . \mathrm{II}, \S 5 . \mathrm{III}$ ) a string of 2 (resp. 3,4 ) zeros in $k$ can be handled with a single addition of points.

## 6 Some aspects of efficient implementation

Balanced binary expansion. As noted in [10], one can take advantage of the fact that subtracting points on an elliptic curve is as easy as adding. For example, instead of computing $15 P$ as $P+2(P+2(P+2 P)$ ), it is more efficient to compute $2(2(2(2 P)))-P$. This is different from exponentiation in a finite field, where it would take longer to compute $\left(\left(\left(a^{2}\right)^{2}\right)^{2}\right)^{2} / a$ than $a\left(a\left(a \cdot a^{2}\right)^{2}\right)^{2}$, because division takes much longer than multiplication.

Suppose you want to compute $k P$. The following algorithm, which is equivalent to the second algorithm in [10], will give $k$ as a sum of a minimal number of powers of 2 with coefficients $\pm 1$ : move from right to left in the binary expansion of $k$, replacing eacn sequence of two or more 1 -bits $11 \cdots 11$ by $100 \cdots 0-1$. We shall call the result the "balanced binary expansion" of $k$. For example, for $k=3895$ we move from the binary
to the balanced binary expansion as follows:

|  | 1 | 1 | 1 | 1 | 0 | 0 | 1 | 1 | 0 | 1 | 1 | 1 |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
|  | 1 | 1 | 1 | 1 | 0 | 0 | 1 | 1 | 1 | 0 | 0 | -1 |
|  | 1 | 1 | 1 | 1 | 0 | 1 | 0 | 0 | -1 | 0 | 0 | -1 |
| 1 | 0 | 0 | 0 | -1 | 0 | 1 | 0 | 0 | -1 | 0 | 0 | -1 |

The balanced binary expansion of an arbitrary $k$ is likely to have more sequences of several 0 's than its binary expansion. In fact, it is simple to show that on the average $2 / 3$ of a number's balanced binary digits are 0 . Thus, when we are computing on the anomalous curves in $\S 4$, the easy step of converting $k$ to balanced binary will generally enable us to compute $k P$ faster, because of the circumstance that any string of $\leq 4$ zeros can be handled with a single addition of points. For example, to compute $15 P=16 P-P$ requires only 2 additions of points.

In a Diffie-Hellman type key exchange, where one multiplies points by randomly generated $r$-bit integers $k$, one could limit oneself to $k$ of Hamming size $\leq s$, where $s \ll r$. If the binary expansion is used, there are $\sum_{j \leq s}\binom{r}{j}$ such $k$; whereas if we use the balanced binary expansion, then there are almost $\sum_{j \leq 0} 2^{j}\binom{r}{j}$ different $k$ of Hamming size $\leq s$. (We say "almost" because not all sequences of digits can occur; but most do occur when $s \ll r$.)

The following is an even more efficient key exchange procedure. It is based on a suggestion of Hendrik Lenstra.

Base- $\varphi$ expansion. Again suppose that we are working in the group of $\mathbf{F}_{2^{n}}$-points of the anomalous $\mathrm{F}_{2}$-curve $E: y^{2}+x y=x^{3}+x+1$ or its twist $\widetilde{E}: y^{2}+x y=x^{3}+1$. Then on $E$ the Frobenius map $\varphi:(x, y) \rightarrow\left(x^{2}, y^{2}\right)$ is the element $\pi=(1+\sqrt{-7}) / 2$ of the endomorphism ring $\mathrm{Z}[(-1+\sqrt{-7}) / 2]$ (on $\widetilde{E}$ it is $\pi=(-1+\sqrt{-7}) / 2$ ). In the key exchange protocol, instead of choosing a random $r$-bit positive integer $n$ whose balanced binary expansion has Hamming size $\leq s$, each player now chooses a linear combination $n$ of the $\varphi^{j}, 0 \leq j<r$, with coefficients $c_{j}=0$ or $\pm 1$, such that $\leq s$ of the coefficients are nonzero. Then computing $n P=\sum c_{j} \varphi^{j}(P)$ requires only $\leq s-1$ additions of points, and we have recaptured the efficiency of working with supersingular curves.

One could also compute arbitrary multiples $n P$, where now $n \in \mathbf{Z}$, by representing $n$ "to the base $\varphi$." Namely, since $\varphi=( \pm 1+\sqrt{-7}) / 2$ is an element of norm 2 in the Euclidean domain $\mathbf{Z}[(1+\sqrt{-7}) / 2]$, any element of the ring - in particular, $n$ - has a unique representation in the form $\sum \epsilon_{j} \varphi^{j}$, where $\epsilon_{j} \in\{0,1\}$.

We can also obtain a "balanced $\varphi$-expansion" of $n$ as follows. Recall that $\varphi$ satisfies $\varphi(1-\varphi)=2$ on $E$ (it satisfies $-\varphi(1+\varphi)=2$ on $\widetilde{E}$ ). We shall work on $E$ (the argument for
$\tilde{E}$ is analogous with the $\varphi$-expansion replaced by the $(-\varphi)$-expansion). Write $n=n_{0}+$ $2 n_{1}+2 n_{2}$, where $n_{0} \in\{0,1\}$ and $n_{2}$ is the part of the $\varphi$-expansion of $\left(n-n_{0}\right) / 2$ consisting of all runs of $\geq 2$ consecutive l-bits. Note that $2\left(1+\varphi+\varphi^{2}+\cdots+\varphi^{j-1}\right)=\varphi-\varphi^{j+1}$. Hence we replace each sequence of $j \geq 2$ consecutive 1-bits $11 \cdots 11$ in the expansion of $n_{2}$ by $-1000 \cdots 10$ in the expansion of $2 n_{2}$.

But unfortunately, expressing an arbitrary $n$ as a balanced $\varphi$-expansion will not necessarily be more efficient than using its balanced binary expansion. This is because the $\varphi$-expansion of $n$ has approximately twice as many bits as the binary expansion. The following example illustrates why the base $\varphi$ does not generally have an advantage over the base 2.

Example. Consider the group of $\mathbf{F}_{8}$-points of $E: y^{2}+x y=x^{3}+x^{2}+1$, which has order 14. Suppose we want to compute $10 P$. Using the binary expansion, we take $2(P+$ $4 P$ ), which requires 3 additions. Since the base- $\varphi$ expansion of 5 is 100101 , computing $10 P=\left(\varphi^{5}+\varphi^{2}+1\right) 2 P$ also requires 3 additions. Note that if we happen to know that $\varphi$ acts as -3 on the $\mathbf{F}_{8}$-points of $E$, and so $10=\varphi^{2}+1$, then we can compute $10 P$ with a single addition of points. However, in the general case of $\mathbf{F}_{\mathbf{2}^{n}}$-points it is not clear how to obtain a $\varphi$-expansion of $n$ that is much shorter than the one that comes from the Euclidean algorithm in the ring $\mathbf{Z}[(1+\sqrt{-7}) / 2]$.
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[^0]:    ${ }^{1}$ The term "anomalous" was introduced by Barry Mazur in a different context: given an elliptic curve $E$ over a number field, he calls a prime "anomalous" for $E$ if the Frobenius of $E$ at that prime has trace 1.

